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Journey to the Cloud

Cloud services are attractive as they offer flexibility, scalability,
speed, quality, availability and innovation. Good preparation
and a well-thought-through implementation are crucial. With a
comprehensive governance, an eye for data protection and a
compliance framework, the transformation will succeed.

KPMG has set up a gateway for the transfer of client applications into the cloud, which captures the entire requirements
of cloud onboarding. Such onboarding must carefully align client needs with provider possibilities. Naturally, compliance
and security need to be assured throughout the project

Key Considerations when moving into the Cloud

Service Provider Evaluation Compliance

Ensure that your legal/regulatory
equirements and specific
confidentiality obligations are met

Conduct due diligence activities with
respect to the service provider

Appropriate Security
) ) Organizational Readiness
Identify the security controls that

you need to be able to apply to
protect the confidentiality, integrity
and availability of the data and
services to be hosted in the cloud

Responsibility Splits
Documentation

Identify the responsibility sits for
delivery of the various capabilities

Proposed Cloud Service
Evaluation

Map the required security controls
on to the proposed cloud service(s)

Ensure that relevant stakeholders
within the organization understand
the implications of the cloud model

Cohesive and Consistent
Approach

Organizations should have a clear
and consistent approach to the
management of cloud services and
enforce standardization wherever
possible

Data and Services Evaluation

Identify the types of data to be
stored or processed in the cloud



Key Services

KPMG's professionals can help you manage technology resources more effectively to drive agile and improved business
performance, enhance strategic positions, and improve the critical value of your technology investments.

— Strategic guidance — leads to a formal strategy and

roadmap

— Enterprise architecture & technology — adapts existing
architecture and technology policies to the cloud

— Procurement, contracts, and legal — sets out policies

— Security, privacy, and compliance — establishes

policies on security, data privacy and location, and

for how cloud services will be acquired and managed

Take the journey

regulatory compliance

— Operational policies — establishes who has access,
how cloud is consumed, managed and monitored.

KPMG offers a holistic and structured transformation process making sure that no aspect of your journey is missed and
your project will succeed within the budgeted time.
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Need and options

Define your real
needs, evaluate
your options, take
the choice which
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Governance

Define your project
members, your
stakeholders and
decision makers.
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Compliance

Comply with Data
Privacy, ensure
secuirty, maintain
usability, ...
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Migration

Assure a smooth
migration, add value
while migrating,...
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Operation

Adapt the new
operation to
the enhanced
technology, get

suits best your Build processes early ready,...
wishes,... to be able to take
quikc decisions, ...
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Why KPMG?

KPMG recognizes that today's ClOs face increasingly complex demands and challenges in becoming the strategic
technology partner their businesses require. KPMG's professionals can help ClOs, technology leaders, and business
executives harness technology disruption, manage technology resources more effectively to drive agile and improved
business performance, enhance strategic position, and improve the strategic value of their technology investments.

If your IT organization is seeking ways to leverage technology as a source of innovation and competitive growth, KPMG
can help.

Contacts

KPMG AG Thomas Bolliger Alberto Job

Raffelstrasse 28 Partner Director

Postfach Information Management & Information Management &
CH-8036 Zdirich Compliance Compliance

+41 58 249 28 13
tbolliger@kpmg.com

kpmg.ch/ime +41 58 249 36 66

albertojob@kpmg.com

The information contained herein is of a general nature and is not intended to address the circumstances of any particular individual or entity. Although we endeavor to provide accurate
and timely information, there can be no guarantee that such information is accurate as of the date it is received, or that it will continue to be accurate in the future. No one should act on
such information without appropriate professional advice after a thorough examination of the particular situation. The scope of any potential collaboration with audit clients is defined by
regulatory requirements governing auditor independence. If you would like to know more about how KPMG AG processes personal data, please read our Privacy Policy, which you can find
on our homepage at www.kpmg.ch.

© 2021 KPMG AG, a Swiss corporation, is a subsidiary of KPMG Holding AG, which is a member of the KPMG global organization of independent firms affiliated with KPMG International
Limited, a private English company limited by guarantee. All rights reserved.

Designed by CREATE | CRT131294



