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Volumetria

Intentos de ciberataque

Ransomware al alza

Sectores mas afectados

Amenazas Predominantes

Phishing Ransomware  Maiware/Goinminers

Durante el Q1 del afio 2025, se registraron 2 037
mas de 15.000 millones de intentos de -

ciberataques en Chile FortiGuard Labs Ataques por semana

Las organizaciones chilenas
sufren 2.037 ataques por
semana, superando el promedio
global (1.994).

Kaspersky Check Point Research

Los intentos crecieron un 32% respecto al
2025

Telecomunicaciones (34,2%)
Banca y Servicios Financieros (30,2%)

Trellix

Gulturay Goncientizacion, un espacio donde convergen la Ley Marco de Ciberseguridad, Ley de
Proteccion deDatos Personales, Ley de Delitos Informaticos y muchas Normativas Sectoriales y
Tecnicas



¢Como podemos ayudarles desde KPMG?

A continuacién, damos a conocer como los servicios de ciberseguridad y privacidad de KPMG pueden alinearse y satisfacer las necesidades especificas de

nuestros clientes:

‘ (Nuestro portfolio de soluciones ciberseguridad y de privacidad) ‘

Programas de mejora
transformacionales de
ciberseguridad

@ Servicios de gestion, respuesta y Eig SEMIEDS EElRnEees
recuperacion de amenazas - de ciberseguridad

Personas C Cadena de Suministros )

N

Plataformas ) C Tecnologias Disruptivas

@@ Evaluaciones de ciberseguridad y privacidad de datos personales
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90%

De los incidentes de
ciberseguridad
ocurren debido al
factor humano.

o
60 %

De las organizaciones
de LATAM sufrid un
ciberatague en 2025.

1600

Ciberataques por

segundo en
Ameérica Latina.
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Y2 Acerca de Whalemate

Ofrecemos una solucion personalizada, basada en inteligencia
artificial y psico ciberseguridad, que adapta los contenidos de
concientizacion en seguridad vy las simulaciones al contexto
regulatorio, cultural y operativo de cada pais.
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Simulaciones de @ Contenido e

Ataque Personalizado
n Phishing, credential hijacking, deep fake Al Cursos, trivias, charlas y comunicaciones
y USB drop. adaptados a tu empresa en LATAM.
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Propuestas
Innovadoras de
N u e St ra P I a ta fo r m a Cumplimiento a Gestion de 0

Normativo Riesgo Humano
Capacitacion y reportes automatizados Entrena y protege a empleados, proveedores y
para cumplir LGPD, PDPA, SOC 2, PCl e ISO 27001. usuarios finales, personalizados por riesgo.

o y :
A m Curso Introduccion
ff g’ " j al Phishing

- @ W

Curso de Segur}dad en
° Dispositivos Méviles

0 Curso de Fuga de Datos

@ Whalemate www.whalemate.com w w h a Ie m a te
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Concientizacion
y Simulacion

Evaluamos el nivel de riesgo de tu equipo con
campanas automatizadas de phishing,
adaptadas alos proveedores, marcas y
comunicaciones internas de tu empresa.

B O B B O @ m D

Llego Rapp| Sale A Usuarios externos ' Recibidos x

Rappi <Rappi@not-reply.com>

parami v

HOLA Paula Maria

Del 12 al 14 de mayo

Compra todos
tus vuelos
sin cargo de servicio

Lo necesito >
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&
Contenido
siempre actualizado

La amenazas cambian constantemente, por eso
renovamos el contenido de la plataforma para
mantenerte un paso adelante.
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PCI DSS %Y whalemate
20
25
Malware %Y whalemate
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20
25
Privacidad

de datos %Y whalemate
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7]
Seguimiento y

reportes en tiempo
real

Generamos reportes detallados para que sepas
quién aprendid, quién necesita mds capacitacion
y cOmo evoluciona la cultura de ciberseguridad
en tu empresa.

Risk Score ~ Company Coverage

Company-wide coverage
Risk Score ®
Company-wide risk score
24.38%
Total 72.22%
Total
Riskiest groups
Whalemate Team 20.43
Risk Analysis

DIty Tactors ass4

Risk Score @®

82.86%

Total
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Phishing Reports Overview 19/07/2025-19/08/2025 = Filters

6/10 3/10 1/

60%

O
Analitcas -
individuales
° [/
por equipo de
academiay
simulaciones =

Total

[

24.67%

Total

Riskiest groups

214

@ whalemate | wwwwhalemate.com “ Wh a I emate




Y

g Posicion actual Ranking: 2° 0 puntos
[ ] o 7 0 puntos
= —3
g !g'l
4 as
0 puntos

Gira la ruleta para definir la categoria Pablo

Aprendizaje Efectivo e

Nuestra plataforma ofrece cursos dindmicos,
creados por expertos, que no solo ensenan, sino Q

qgue también demuestran las consecuencias de Ranking
no saber. L@ Peblo 0
<> Gonzalez puntos
, . . . Celeste 0
Ademas, incluimos juegos de preguntas y 2 B i piton

tormeos para reforzar el aprendizaje de manera
entretenida.

Whalemate | wwwwhalemate.com w whélé‘mate



Confian en nosotros

mercado foroy :
libre e { RappiPay
Q:ivco: FRAVEGAD®  farmacity W Fintual Budget
SEGUROS
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