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Aktuelle Entwicklungen und
Trends im Bereich Treasury
kompakt zusammengefasst

Ausgabe 149 | November 2024

Liebe Leserinnen und Leser,

wir freuen uns, Ihnen die neueste Ausgabe unserer
Corporate Treasury News prasentieren zu konnen.

Wenn Sie Fragen oder Anregungen zu Themen ha-
ben, die hier kurz behandelt werden sollen, dann
schreiben Sie uns: de-corporate-treasury@kpmg.com

Aktuelle Meldungen rund um das Finanz- & Treasury-
Management finden Sie bei uns im Internet oder
Uber Twitter.

Mit besten GriiBen
Ralph Schilling, Nils Bothe, Borries Tobbens

Unsere Leistungen fiir Sie! Schauen Sie rein:
FTM Image-Video
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Veranstaitungen a fermine

Webinar zu Cashflow-at-Risk und Value-at-Risk im
Treasury

Unter dem Titel Navigating Financial Risk with CFaR
and VaR veranstalten KPMG und ION Treasury ein
Webinar, in dem die Einsatzmoglichkeiten und Her-
ausforderungen moderner RisikomaRe im Corporate
Treasury diskutiert werden.

Experten von KPMG und ION Treasury fihren dabei

unter anderem durch folgende Punkte:

e Grundlagen zu CFaR und VaR: Einblick in die Me-
thodik und Herangehensweise

e Praktische Anwendung von at-Risk-RisikomaBen:
Wie konnen Corporate Treasuries RisikomaBe als
gewinnbringende Werkzeuge im Risikomanage-
ment, Hedging oder zur Investitionsentscheidung
anwenden?

e Erfahrungen mit der Umsetzung: Welche Heraus-
forderungen und aktuellen Trends gibt es bei der
Einfuhrung und Umsetzung entsprechender Kon-
zepte - und auf welche Erfolgsgeschichten kon-
nen wir zuruckblicken?

Das Webinar richtet sich sowohl an Teilnehmer, die
VaR und CFaR bisher nicht einsetzen und an grundle-
genden Anwendungen interessiert sind, als auch an
Zuhorer, die bereits Erfahrung mit den Konzepten
haben und fortgeschrittene Einsatzmoglichkeiten
betrachten mochten.

Datum: 26. November 2024
Uhrzeit: 16:00 CET
Registrierung: Link

1OM TREASURY

KPMG

Webinar
Navigating financial risk with
CFaR and VaR

26 November 2024 | 15:00 GMT| 10:00 EST

Register now
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Global Treasury survey

kPmG
Global Treasury Survey

2024

Wir laden Sie herzlich dazu ein, an unserer Umfrage
,Global Treasury Survey“ teilzunehmen.

Wie sind Corporate Treasury-Abteilungen in Unter-
nehmen weltweit derzeit aufgestellt? Welche tech-
nischen Mittel werden bei der Arbeit eingesetzt und
wie wird die Performance des Treasury gemessen?
Ihr Input hilft uns, wertvolle Einblicke zu gewinnen
und daraus Handlungsempfehlungen fir Sie zu ent-
wickeln, die wir in einem kostenfreien Whitepaper
mit Ihnen teilen werden. Werden Sie Teil einer Ana-
lyse und Einwertung im globalen Kontext!
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Jigitale Entwicklungen
erofinen der Ireasury-
FUNKLIoN Im Unternenmen
neue Moglichkelten

KPMG
Digital Treasury Summit

#DTRS

Freitag, 08. November 2024
Frankfurt am Main

KPMG lud zum 9. Digital Treasury Summit nach
Frankfurt ein.

Wenn sich die Corporate Treasury Community in den
Frankfurter Geschaftsraumen der KPMG trifft, dann
kann das nur eins bedeuten: Der nachste Digital
Treasury Summit findet statt!

Uber 100 Teilnehmer fiillten am 08. November den
groBen Konferenzbereich am Frankfurter Flughafen.
»Zusammenkommen, um mit Peers zu netzwerken,
Uber den eigenen Tellerrand hinauszuschauen und
mit neuen Ideen und vielfaltigen Eindriicken wieder
nach Hause zu fahren, das ermoglichen wir unseren
Gasten mit diesem Event, das mittlerweile einen
festen Platz im Kalender vieler Treasurer hat“, er-
klart Nils Bothe, Partner im Bereich Finance & Trea-
sury Management und Leiter der Abteilung Corpo-
rate Treasury Advisory.

Zusatzlich hatten wieder 10 Aussteller ihre Stande
aufgebaut und informierten Interessierte liber die
neuesten Software-Entwicklungen fiir das Treasury.
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Digital Treasury
Summit

#DTRS

Bild 1: Digital Treasury Summit 2024 /#DTRS2024
Quelle: KPMG AG

Wie jedes Jahr griffen die Vortrage an diesem kurz-
weiligen Tag neue Entwicklungen im Treasury Ma-
nagement auf. Die Moglichkeiten der Digitalisierung
schreiten immer weiter voran und der Einsatz von
Kunstlicher Intelligenz eroffnet neue Perspektiven,
die es zu erforschen und bewerten gilt.

Gherri D’Innocenzo, Head of Cash Management Pay-
ments, Standards & Projects bei Siemens gab einen
spannenden Einblick, wie der Weg zum Real Time
Treasury mittels Banking APIs aussehen kann und mit
welchen Herausforderungen dabei zu rechnen ist.
Gleich im Anschluss hielt Dr. Gerd Berghold, Head of
Treasury Operations and Digital Treasury bei der
Deutschen Bahn einen abwechslungsreichen Vortrag
zu aktuellen Moglichkeiten der Digitalisierung, in-
dem er verschiedene Anwendungsfalle lebendig be-
schrieb. Nach der Kaffeepause skizzierte Dr. David
Saive, Special Advisor International Trade, Finance
& Digitalization des Deutschen Nationalkomitees der
Internationalen Handelskammer (ICC Germany e.V.)
den Stand der Digitalisierung des internationalen
Handels und der Handelsfinanzierung.

Im Anschluss starteten 3 Breakout Sessions mit je-
weils 2 parallelen Vortragen. In der ersten Session
legten Julia Schlosser und Lasse Becker von SAP die
Funktionsweise sowie die Vorteile einer Inhouse
Bank und Payment Factory dar. Zeitgleich gaben
Dr. Stefan Groger und Julius Pfahl von der

Prof. Schumann GmbH Einblicke in die Nutzung von
Kl zur Vorhersage des Geschaftsverhaltens im Zah-
lungsverkehr.
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Bild 2: Interessierte Zuhorer
Quelle: KPMG AG

Nach der Mittagspause prasentierte Karel Cup von
ION typische Herausforderungen von Treasury Analy-
tics-Losungen im Umfeld von Treasury-Management-
Systemen. Anhand von konkreten Beispielen wie ei-
nem zentralen Zahlungsprozess oder der automati-
sierten FX-Sicherung illustrierte er die unterschiedli-
chen Anforderungen im operativen und Manage-
ment-Berichtswesen und die Besonderheiten, die
sich aus einer Umsetzung direkt im TMS oder alter-
nativ in einem Data Lake/Enterprise Datawarehouse-
Ansatz ergeben. Parallel dazu startete ein neues
Format: Der Roundtable ,,Digitaler Euro“ bot den in-
teressierten Teilnehmern nach einem kurzen Impuls-
vortrag die Moglichkeit mit KPMG-Expertin Anne-
Sophie Gogl zu diskutieren. Dies fiihrte zu einem in-
tensiven Austausch, der sich bis in die anschlieBende
Kaffeepause zog.

Den Vortrag in der letzten Breakout Session Uber-
nahm nach dem krankheitsbedingten Ausfall des ur-
spriinglichen Referenten kurzfristig Dr. Dirk Bondzio,
Risk Management-Experte und Teil des Finance &
Treasury Management Teams der KPMG. Er stellte
die Ergebnisse der von KPMG durchgefiihrten Um-
frage ,,Resilient Treasury* vor und erlauterte an-
schlieBend die wichtigsten Voraussetzungen, die ein
krisensicheres und widerstandsfahig aufgestelltes
Treasury, insbesondere in den Bereichen Risikoma-
nagement und Liquiditatsplanung ermoglichen. Pa-
rallel gab es im Roundtable ,,KI im Finanzbereich
und im Treasury“ mit KPMG-Partner und Kl-Experte
Andreas Fachinger erneut die Moglichkeit zum inten-
siven Austausch, die wieder rege genutzt wurde.

Den kronenden Abschluss bildete die Keynote von
Prof. Dr. Christian Debus, der einen kurzweiligen
Ruickblick auf 30 Jahre Treasury warf, nicht ohne da-
raus Lehren fur die Zukunft zu ziehen.
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Genug Gesprachsstoff also, um anschlieBRend noch
einmal bei Kaffee & Kuchen beisammenzustehen.
,Das viele positive Feedback zu der Veranstaltung
und zu der angenehmen, familiaren Atmosphare bei
uns freut uns sehr,“ berichtet Borries Tobbens, Part-
ner, Finance & Treasury Management. ,,Dafiir bedan-
ken wir uns und laden alle Interessierten herzlich
zum 10. Digital Treasury Summit im Herbst 2025
ein!“

Bild 3: Die Referenten, v.l.: Lasse Becker, SAP,

Andreas Fachinger, KPMG, Dirk Bondzio, KPMG,

Julius Pfahl, Prof. Schumann GmbH,

Prof. Dr. Christian Debus, VDT, Gherri D’Innocenzo, Siemens, Dr.
Gerd Berghold, Deutsche Bahn, Karel Cup, ION, Nils Bothe, KPMG,
nicht im Bild: Julia Schlosser, SAP, Dr. Stefan Groger, Prof. Schu-
mann GmbH, Dr. David Saive, ICC Germany, Anne-Sopie Gogl,
KPMG und Borries Tobbens, KPMG

Quelle: KPMG AG
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Was Payment Gateways
WIrklich Dringen

Mehrwert, Nutzen, Sicherheit

“Payment Gateways“ (oder “Payment Hubs“) wer-
den immer wieder als Bestandteil einer modernen
Zahlungsabwicklung beworben. Doch was genau ver-
birgt sich hinter dem Begriff? Flr welche Unterneh-
men und Anwendungsfalle lohnt sich der Einsatz ei-
nes Payment Gateways wirklich? Welche Vorteile
konnen erzielt werden? Was sollte beim Einsatz in
Bezug auf bereits vorhandene Systeme und den As-
pekt der Sicherheit beachtet werden?

Auf den Punkt gebracht

Ein Gateway bezeichnet in der IT eine Verbindung

zwischen zwei oder mehreren Systemen in der Rolle

des Vermittlers und meint

a) ...im Kontext des digitalen Zahlungsver-

kehrs im Handel: die Abwicklung von elekt-
ronischen Zahlungen (meist Kreditkarten
und Debitkarten) zwischen Kaufern (Kunden)
und Verkaufern (Handler), wobei das Gate-
way als Vermittler Zahlungstransaktionen an
angebundene PSPs' und Acquirer? weiterlei-
tet. (z.B. ACI, SPREEDLY, NUVEI, aber auch
andere)?

b) ... im Kontext des klassischen Zahlungsver-
kehrs bei Corporates: die Abwicklung von
Finanztransaktionen auf Bankkonten bei
Hausbanken vor allem fiir ausgehende Zah-
lungen (Lieferanten, Mitarbeiter, Amter)
aber auch eingehende Lastschriften (Kun-
den). Dabei stellt das Payment Gateway die

' Ein Payment Service Provider (PSP) stellt die technische
Infrastruktur fur die Abwicklung bargeldloser Zahlungsme-
thoden an der Schnittstelle zum Endkunden bereit - so-
wohl online im E-Commerce (liber den Checkout-Prozess)
als auch im stationaren Handel (iiber Zahlungsterminals).

2 Ein Acquirer ist eine Bank oder ein Finanzdienstleister,
der die Autorisierung und Abwicklung von Kartenzahlungen
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Verbindung vom Unternehmen zur Bank her
— ahnlich zu einem Electronic-Banking Sys-
tem. Dabei sind die Grenzen zum Treasury
Management System (TMS) haufig flieBend
(z.B. SERRALA, TIS, OMIKRON, aber auch an-
dere)*

Der folgende Artikel konzentriert sich dabei auf die
Aspekte eines Payment Gateway im klassischen Zah-
lungsverkehr (b).

Die wichtigsten Features einfach erklart

Ein Payment Gateway bindet auf der externen Seite
die Hausbanken eines Unternehmens uber die ver-
fligbaren Kanale EBICS, H2H, SWIFT (und mittler-
weile API) an. Auf der internen Seite stellt er die
Verbindung zu den ERP- und Accounting-Systemen
her. Er sorgt damit fiir einen ersten wesentlichen
Vorteil im Vergleich zum Einsatz von E-Banking-Sys-
temen: den automatischen Upload von Zahldateien
ohne manuelle Intervention (= Straight Through Pro-
cessing). Weiterhin bietet ein Payment Gateway
meist eine Formatbibliothek an, mit der Zahlungsin-
formationen von intern genutzten Schnittstellen-
Formaten in landesspezifische und von den jeweili-
gen Banken anerkannte XML-Formate konvertiert
werden.

Payment Gateway

ERPSysteme Banken

HeH
BANKA

i

EBICS

i

BANKB
[l Format XL

Formate " | Library 15020022) | | SWIFT

é

Manuelle Erfassung BANKD

i

i

Abbildung 1: Systemlandschaft mit Payment-Gateway zum Ver-
sand von Zahldateien
Quelle: KPMG AG

Uibernimmt und die Betrage auf die Bankkonten der Hand-
ler auszahlt.

3 Die Auswahl der Anbieter wurde zufallig getroffen. Es
handelt sich hierbei um illustrative Beispiele ohne Wer-
tung hinsichtlich der Relevanz oder Kompetenz der jewei-
ligen Anbieter.

4 Gleiche Anmerkung wie unter FuBnote 3.
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Dariiber hinaus bietet ein Payment Gateway typi-
scherweise einen Umfang zusatzlicher Funktionalita-
ten, wie zum Beispiel (Liste nicht erschopfend):

e die Verwaltung von Bank-Stammdaten

e die Verwaltung von Nutzern und Freigabe-
rechten

e die Freigabe von Zahlungen

e die Nachverfolgung und Fehleranalyse von
Zahlungen

e den Empfang von Kontoausziigen

e ein Reporting fur Konten, Salden und Trans-
aktionen

e gegebenenfalls eine Liquiditatsvorschau
oder sogar Liquiditatsplanung
Das Gateway steht damit in direkter Konkurrenz zu
den E-Banking-Systemen der Banken, die bei seiner
Nutzung nur noch als Fallback oder fiir Spezialzah-
lungen benotigt werden. Ein Einsatz wirkt sich daher
auch auf die Zusammenarbeit mit den Banken aus.

Zusammenarbeit mit Banken verandert sich

Im Payment Gateway werden zunachst Kontostamm-
daten bankiibergreifend verwaltet. Das kann erst-
mals Transparenz iber alle Bankkonten weltweit
herstellen (sofern noch nicht vorhanden) oder zu ei-
ner Redundanz im Stammdaten-Management fuhren
(wenn die Stammdaten bereits in ERP-Systemen er-
fasst sind). Bei der Nutzung von Corporate Seal kon-
nen sogar Freigaberechte ohne Zutun der Bank ad-
ministriert werden - oft ein groBer Geschwindig-
keitsvorteil bei der Anpassung von Limiten zum Bei-
spiel fur neue Mitarbeiter. Bei der Analyse von Feh-
lern in Zahldateien ist die Bank weiterhin gefragt
aber das Gateway bringt auch hier Moglichkeiten zur
Validierung von und Fehlersuche in Zahldateien mit.

Die zusatzlichen administrativen Aufgaben im Pay-
ment Gateway bringen zunachst mehr Aufwand und
Verantwortung fur die Treasury-Abteilung mit sich.
Allerdings starken die neuen Aufgaben auch die
Wahrnehmung des Treasury als kompetenten An-
sprechpartner der Tochtergesellschaften und Ser-
vice-Funktion im Konzern.

Offensichtlich verandert ein Payment Gateway auch
die Zusammenarbeit mit den Hausbanken. Manche
Banken sehen sich durch den Einsatz in die Rolle ei-
nes reinen “Backends und Zahlungsabwicklers ge-
drangt oder ihre Relevanz bei Implementierungspro-
jekten schwindet, was mit einzelnen Hausern zu
Verstimmungen fiihren kann. Andere Banken sorgen
sich um Themen wie Haftung und Betrugspravention
oder lassen sich vertraglich weitergehende Rechte in
Bezug auf die anlassbezogene Herausgabe von Daten
(z.B. Log-Files zur Freigabe-Historie) zusichern. Die
meisten Banken gehen jedoch proaktiv mit dem
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Trend um, unterstiitzen Kunden bei ihren Implemen-
tierungsprojekten oder schlieBen sogar Kooperatio-
nen mit Payment Gateways.

Auslagerung der Formatpflege spart Geld und
beschleunigt IT-Projekte

Einige Payment-Gateways stellen bankenspezifische,
landerspezifische und vorgetestete Zahlformate in
Form einer Bibliothek (Payment Library) bereit. So-
mit ist das Gateway in der Lage, aus Zahlungsinfor-
mationen in unterschiedlichen internen Formaten
(z.B. CSV, TXT oder IDOC aus einem ERP) ein valides
XML-Zahlformat nach 1SO-20022-Standard zu gene-
rieren. Dies bietet zahlreiche Vorteile:

e Wenn Zentralbanken neue Zahlarten einfiih-
ren (z.B. Instant Payments, Realtime Pay-
ments oder Split Payments) konnen Zahlfor-
mate pro Bank schnell produktiv genommen
werden.

o Bei der Ablosung von Altformaten (z.B.
DTAZV) und der Einflhrung des ISO-Standard
sind Formatbibliotheken hilfreich, da sie die
technische Migration beschleunigen und ver-
einfachen.

e Zudem konnen neue Zahllaufe schneller um-
gesetzt und damit zusatzliche Zahlvorgange
in der Buchhaltung automatisiert werden.

SEPA Credit Transfer (EU)

SEPA Direct Debit (EU, Lastschrift)

Ricevuta Bancaria (IT, Bill Of Exchange)

Lettre De Change (FR, Bill Of Exchange)

BACS Direct Debit (UK, Lastschrift)
Standard Interface

(Diverse Zahldatei-
Formate)

Faster Pay Service, FPS (UK)

Automated Clearing House, ACH (US)
Wire Transfers (US)
Zengin Format (JP)
Split Payments (PL)

Electronic Funds Transfer, EFT (CA)

Abbildung 2: Formatbibliothek eines Payment-Gateway
Quelle: KPMG AG

Zwar bieten auch ERP-Systeme in gewissem MaB Vor-
lagen fur landesspezifische Zahldatei-Formate -
diese sind aber mit einem Customizing-Aufwand an
die Formatspezifikationen der jeweiligen lokalen
Banken anzupassen. Vor allem fallt der initiale For-
mat-Test gemeinsam mit der Bank umfangreicher
aus und hangt von der Verfiigbarkeit der bankseiti-
gen Implementation-Managern ab. Auch die Verant-
wortung und der Aufwand fur die Pflege und War-
tung der Formate liegt in der IT-Abteilung des
Unternehmens. Mit den vorvalidierten und automa-
tisch gewarteten Formaten einer Payment Library
hingegen kann interner IT-Aufwand eingespart und
effizient zum Dienstleister ausgelagert werden.
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Abzugrenzen sind Auslagerungen, die uber die For-
matpflege und das E-Banking und damit das Funkti-
onsspektrum eines Payment Gateway hinausgehen.
Fur eine Auslagerung des kompletten Zahlungsver-
kehrs inklusive der Befiillung und Vorbereitung von
Zahldateien fiur Vendor-Payments oder komplexe
HR-Zahlungen sowie deren Verbuchung und die
Uberwachung des Settlement sind wiederum andere
Anbieter erforderlich (z.B. ADP, Bottomline Techno-
logies, PAYONEER, DATEV, aber auch andere)>.

Verbesserung der Governance und
Gebiihreneinsparungen

Mit der Zentralisierung der Bankstammdatenverwal-
tung. Bankanbindung, Kontenadministration und
Zahlungsabwicklung schafft das Payment Gateway
automatisch eine starkere Abhangigkeit der Tochter-
gesellschaften von der Zentrale. Dies verbessert die
Ubersicht iiber lokale Bankkonten und Freigabe-
rechte, erleichtert die Durchsetzung einheitlicher
Limite und zwingt die Tochter zur starkeren Abstim-
mung mit der zentralen Treasury-Abteilung bei der
Eroffnung und SchlieBung von Bankkonten. An einer
derartigen Verbesserung der Governance durfte
nicht zuletzt der CFO stark interessiert sein. Zudem
kann mit der Zentralisierung die Grundlage fur ein
spateres Shared-Service-Center (Payment Factory)
gelegt werden.

Auf der Kostenseite stehen den Einsparungen bei der
Formatpflege und dem Effizienzgewinn durch einen
vereinheitlichten Admin-Prozess zunachst die Kosten
fur die Software-Subscription einer weiteren Cloud-
Plattform entgegen. Zusatzlich starkt ein Payment
Gateway jedoch den Wettbewerb zwischen den Ban-
ken in Bezug auf:

e die Zuverlassigkeit und Dauer der Zahlungs-
ausfuhrung

e die Einfihrung neuer Zahlarten
e und nicht zuletzt das Pricing.

Der Wechsel eines Bankkontos hin zu einer besseren
oder giinstigeren Bank ist nach wie vor mit Aufwand
verbunden aber in Bezug auf das technische Setup in
einem Payment Gateway deutlich schneller und ein-
facher. Bei hohen Transaktionsvolumen sollten sich
die Fixkosten fur die Softwaremiete daher mittel-
fristig amortisieren.

5 Die genannte Auswahl von Anbietern, die als Auslage-
rungspartner fiir weiterer Teile des Zahlungsverkehrs fun-
gieren konnen, wurde zufallig getroffen. Es handelt sich
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Welche Risiken gibt es — und wie kann man ihnen
begegnen?

Die technische Zahlungsfahigkeit eines Unterneh-
mens in die Hande eines Cloud-Anbieters zu legen,
konnte zunachst nachvollziehbare Bedenken bei ei-
nem verantwortungsvollen Treasurer hervorrufen -
zum Beispiel in Bezug auf die Datensicherheit, das
Provider-Risiko und die Kontrolle uber den Zahlungs-
verkehr.

Um trotzdem in den Genuss der Vorteile zu kom-
men, konnen operative Risiken zunachst durch die
Auswahl eines passenden Anbieters begrenzt wer-
den, der die erforderliche Verfugbarkeit und Zuver-
lassigkeit garantiert (Failover, Backup, Limitierung
der Downtimes) — am besten nachweislich mit einem
passenden SLA (Service Level Agreement) und einer
ISO-Zertifizierung. Bei genauerer Betrachtung wird
man dabei erkennen, dass sich das Ausfallrisiko und
die Verfligbarkeit des Supports bei den meisten An-
bietern heute auf einem Niveau ahnlich dem von
Banken bewegt.

Die Einhaltung des Datenschutzrechts (GDPR,
DSGVO0) und die Datensicherheit wird von Behorden
in Unternehmen bekanntlich mittels hoher Strafen
vehement durchgesetzt und ist heute breit im of-
fentlichen Bewusstsein angekommen. Dies lasst dem
Schutz personenbezogener Informationen im Zah-
lungsverkehr (z.B. Bankverbindungen) oder gar sen-
sibler Daten (z.B. Gehaltszahlungen) eine besondere
Rolle zukommen. Auslagerungsunternehmen wie
Payment Gateways treffen dafur in der Regel Vor-
kehrungen im Vertragswerk und den Prozessen. Aber
auch das Treasury sollte hierzu MaBnahmen ergrei-
fen - z.B. in Form von:

eines Berechtigungskonzepts

klaren Vorgaben und Schulungen fiir Admins
Freigabeprozessen

und einer Dokumentation

Zudem sollte eine Tochtergesellschaft, welche die
Zentrale mit der Abwicklung des Zahlungsverkehrs
beauftragt, diese Aufgabe initial mit geeigneten
Vertragen delegieren, um eine rechtliche Basis fur
die Zentralisierung zu schaffen. Eine Auslagerung ist
weiterhin ein guter Anlass, sich einmal grundlegend
mit Datenschutz und Datensicherheit zu befassen,
um den Missbrauch sensibler Nutzerdaten zu verhin-
dern.

hierbei um illustrative Beispiele ohne Wertung hinsichtlich
der Relevanz oder Kompetenz der jeweiligen Anbieter.
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Cybersicherheit im Zahlungsverkehr

Neben den bereits genannten Risiken dirfte auch
das Thema Cybersicherheit in Zusammenhang mit
Payment Gateways einige Bedenken aufwerfen. Cy-
berangriffen sind zunachst alle am Prozess des Zah-
lungsverkehrs beteiligten Parteien in ahnlichem Mal
ausgesetzt:

e Banken (und auch Zentralbanken):
Banken stehen besonders im Fokus von Cyber-At-
tacken aber unterliegen auf der anderen Seite
einem hohen regulatorischen Druck. Neue Ge-
setze wie die Verordnung DORA (Digital Operati-
onal Resilience Act) machen strenge Vorgaben
zur Cybersicherheit und zwingen die Banken zu
hohen Investitionen in Sicherheit und Betrugser-
kennung. Diese sind auf der anderen Seite auch
erforderlich, um eine komplexe und umfangrei-
che Infrastruktur und Organisation zu schitzen.

e Cloud-Anbieter (Payment Gateways oder Trea-
sury-Management-Systeme):
Cloud-Anbieter haben bei geringerer GroBe auch
geringere Budgets zur Verfiigung. Andererseits
sind sie als Technologiefiihrer am besten in der
Lage, sich mit technischen MaBnahmen gegen
Bedrohungen zu schiitzen (Authentisierung, Ver-
schlisselung, Dynamische IP-Adressen, usw.).
Sie unterliegen zwar nicht den strengen Geset-
zen der Aufsichtsbehorden aber durchlaufen
meist Zertifizierungen zur Informationssicherheit
(wie zum Beispiel ISO/IEC 27001, ISO/IEC 27017,
ISO/IEC 27018 oder SOC 2, um nur einige zu nen-
nen). Cloud-Anbieter schaffen es daher immer
wieder, Cyberangriffe erfolgreich abzuwehren®.

e Corporates (mit einer On-Premise-Installation
des ERP oder TMS):
Das schwachste Glied in der Kette durften leider
noch oft die Unternehmen selbst sein, wenn sie
nicht ausreichend in Cybersicherheit investieren,
Notfallplane vorhalten oder IT-Security-Zertifi-
zierungen durchfiihren. Durch die Speicherung
sensibler Daten zum Zahlungsverkehr in ERP-Sys-
temen, E-Mail-Programmen oder Folder-Struktu-
ren sind die Unternehmen einem hohen Risiko
ausgesetzt.

6 Amazon Web Services (AWS) ist ein exemplarischer Ver-
treter der Branche und setzt zahlreiche innovative Tools
im Bereich Friiherkennung, Abwehr und Schutz vor Cybe-
rattacken ein. AWS zufolge konnten mithilfe dieser Tools
bereits zahlreiche Angriffe abgewehrt werden. (,,In the
first quarter of 2023 [...] we stopped over 1.3M outbound
botnet-driven DDoS attacks”)
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Wenn ein Unternehmen uber die Erhohung der IT-Si-
cherheit im Zahlungsverkehr nachdenkt, dirfte so-
mit eine Auslagerung von weiteren Prozessen zu
Cloud-Anbietern oft sogar eine Verbesserung im Ver-
gleich zum Status Quo darstellen.

Schliisselentscheidungen fiir eine zukunftsfihige
Payment-Strategie

Zusammenfassend erschlieBt ein kluges IT-Setup des
Zahlungsverkehrs finanzielles Potenzial und ist ein
wichtiger Stellhebel fiir Verbesserungen. Vor dem
Start groBerer Zahlungsverkehrs-Projekte kann es
deshalb sinnvoll sein, sich (neben der Bankenstrate-
gie) uber die konkrete Payment-Strategie Gedanken
zu machen und zum Beispiel folgende Fragen zu kla-
ren:

e Formatentwicklung:
Make or Buy?

e Administration von Limiten:
Inhouse oder bei Banken?

e Governance:
Zentralisierung oder Dezentralisierung des
Zahlungsverkehrs?

o Stellenwert von Sicherheit:
Manuelle Schnittstellen oder Automatisie-
rung?

Die nachste ERP-Migration oder ein Projekt zur Ablo-
sung von Altformaten konnten zum Beispiel ein guter
Anlass sein, sich einmal grundlegend mit der Pay-
ment-Strategie zu beschaftigen und die IT-Land-
schaft einem Review zu unterziehen - vor allem hin-
sichtlich des Einsatzes eines Payment Gateways.

Autoren:

Nils Bothe, Partner, Finance and Treasury
Management, Corporate Treasury Advisory, KPMG AG
Sascha Uhlmann, Senior Manager, Finance and
Treasury Management, Corporate Treasury Advisory,
KPMG AG

Quelle: Ryland, M. (2023, September 28). How AWS threat
intelligence deters threat actors. AWS Security Blog. Ver-
fligbar unter: https://aws.ama-
zon.com/de/blogs/security/how-aws-threat-intelligence-
deters-threat-actors
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RANSOMWare-Lroressungs:
/anlungen erreichen neue
REKOrdwerte:

Wie sich Treasuryanteiungen
aul das Worsl-Gase-szenario

Parallel zu einer immer starker vernetzten Welt neh-
men auch die Versuche von Ransomware-Angriffen
auf Unternehmen immer weiter zu und die Summe an
Erpressungszahlungen erreichte im letzten Jahr neue
Rekordwerte.”

Unter einem Ransomware-Angriff versteht man dabei
die Verschlusselung von Daten eines Unternehmens
und die Erpressung von Losegeldzahlungen zur Ent-
schlusselung.

Finanzabteilungen sind dabei ein attraktives Ziel fiir
Cyberkriminelle, da es hier sensible Finanzdaten zu
erbeuten gibt und geschaftskritische Prozesse wie der
Zahlungsverkehr behindert oder unterbunden werden
konnen. Bei einem Ransomware-Angriff sind eben
diese Datenmengen im ersten Schritt das Ziel von An-
griffen und es kommt Ublicherweise zu einer Ver-
schlusselung von einzelnen Dateien, ganzer Lauf-
werke oder zur Blockierung des Zugangs zu
Applikationen. Ein erfolgreicher Ransomware-Angriff
kann dementsprechend nicht nur zu erheblichen fi-
nanziellen Verlusten fuhren, sondern auch das Ver-
trauen der Kunden, Lieferanten und Investoren in das
Unternehmen beeintrachtigen. Das fuhrt zu einem
sehr hohen Schadenpotenzial.

Zusatzlich zu praventiven MaBnahmen, um sich vor
Ransomware-Angriffen zu schitzen, sollten Unter-
nehmen daher eine Business-Continuity-Strategie

7 Vgl. Ransomware-Zahlungen erreichen Rekordhoch -
DerTreasurer.
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ausarbeiten, um selbst fiir den Schadensfall vorberei-
tet zu sein. Strukturen zu schaffen, welche auch un-
ter schwierigen Bedingungen die betriebliche Konti-
nuitat sicherstellen oder wiederherstellen, kann das
AusmaB des Schadens erheblich verringern.

Methoden und Arten der Angriffe

Bei einem Ransomware-Angriff wird der Zugriff auf
die internen Daten eines Unternehmens durch eine
Verschlisselung blockiert. Dabei kommen sowohl ein
offentlicher als auch ein privater Key zum Einsatz, die
zum Verschliisseln bzw. Entschlusseln der betreffen-
den Daten verwendet werden. Der offentliche Key
wird an die Opfer des Angriffs gesendet, wahrend der
private Key nur den Angreifern bekannt ist. Auf diese
Weise konnen die Angreifer die Daten verschlusseln,
ohne dass die Opfer in der Lage sind, sie zu entschlis-
seln, es sei denn, sie zahlen eine geforderte Lose-
geldsumme. Wenn das Losegeld nicht innerhalb der
Frist gezahlt wird, besteht die Bedrohung und die re-
sultierende Gefahr, dass die Angreifer den privaten
Schlussel loschen, wodurch eine Entschlisselung der
Daten in der Regel unmoglich gemacht wird.

Die Angriffe konnen sowohl von gut organisierten Ha-
ckergruppen als auch von Einzelpersonen ausgehen.
Eine Studie, welche die auf europaische Unterneh-
men erfolgten Ransomware-Angriffe ausgewertet
hat, sieht folgende typische Vorgehensweise:?

Zuerst kommt der ,,Reconnaissance“-Schritt, wobei
die Angreifer die Schwachstellen im Informationssys-
tem und den Schnittstellen vom Unternehmen sam-
meln. Sobald diese Punkte erkannt und die geeignete
Angriffsmethode ausgewahlt wurden, wird ein ent-
sprechendes Skript uber verschiedene Kanale an das
Unternehmen weitergeleitet und versucht, es zum
Herunterladen in interne Systeme zu verleiten. Das
heruntergeladene Skript sorgt dafir, dass die Angrei-
fer eine Fernkontrolle auf das interne System erhal-
ten und danach die beabsichtigte Verschliisselung der
nicht offentlichen Daten durchfiihren.

Alternativ zu dem gezielten Angriff auf Einzelunter-
nehmen bestreiten Hackergruppen regelmaBig den
gegenteiligen Weg und attackieren eine Vielzahl von
Unternehmen durch die Weiterleitung von entspre-
chenden Skripten, beispielsweise via E-Mail, um im
Nachgang zu priifen, ob ein Download ins Informa-
tionssystem erfolgt ist.

Haufigkeit in Deutschland und Europa
Allein in Deutschland wurden gemabB einer Veroffent-
lichung vom Bundeskriminalamt im Jahr 2023 von

8 Vgl. The Ransomware Landscape in Europe, European DI-
GITAL SME Alliance.
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mehr als 800 Unternehmen bzw. Institutionen Anzei-
gen hinsichtlich Ransomware-Angriffen bei der Poli-
zei gemeldet®, und laut einer EU-Studie? ist Deutsch-
land nach den Vereinigten Staaten das weltweit am
haufigsten betroffene Land fiir Ransomware-Angriffe.
Die jahrliche bundesweite Studie des Bundesamts fir
Sicherheit in der Informationstechnik aus dem Jahr
2023 zeigt ebenfalls , dass bei den sogenannten An-
griffen mit ,,doppelter Erpressung“ (wobei die Daten
nicht nur verschliisselt werden, sondern auch gedroht
wird, dass es zur Datenveroffentlichung kommt) die
grote Anzahl an mutmabBlichen Opfern aus Deutsch-
land in einem einzigen Jahr identifiziert wurde und
sich die Summe im Vergleich zum Jahr 2022 verdop-
pelt hat. Die Angriffe beschrankten sich dabei nicht
auf einen bestimmten Wirtschaftssektor, sondern
stellten eine Bedrohung fir Unternehmen verschie-
denster Branchen und GroBen dar (siehe dazu Abbil-
dung 1), wobei mittelstandische Unternehmen statis-
tisch betrachtet, am starksten betroffen waren.

o

Krankenh&user

® Andere (Anteile siehe rechts)

* Sonstige

Abb. 1: ,,Bekannt gewordene Ransomware-Opfer in Deutsch-
land im Berichtszeitszeitraum [2023] nach Art des Opfers“'’
Quelle: Bundesamt fiir Sicherheit in der Informationstechnik

Mogliche MaRnahmen fiir Finanzabteilungen

Die steigende technische Komplexitat der Treasury-
Abteilungen bedeutet, dass die moglichen Quellen
solcher Angriffe schwer vollstandig aufzulisten sind.
Insbesondere konnen nicht optimal gesicherte APIs,
also Programmierschnittstellen, ein Einfallstor fiir
Schadsoftware darstellen'2. Dariiber hinaus werden
taglich im Durchschnitt eine Viertelmillion neue Va-
rianten von Schadprogrammen identifiziert, die bei

9 Vgl. EU-Agentur fiir Cybersicherheit (Daten von Juli 2021
bis Juli 2022), Europaische Union, 2022.

10'vgl. Die Lage der IT-Sicherheit in Deutschland 2023,
Bundesamt fiir Sicherheit in der Informationstechnik.

" ebd.
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solchen Angriffen in Verwendung kommen und uber
verschiedene Wege in das technische System der Un-
ternehmen gelangen konnen. '® Die Firewall eines
Unternehmens, also eine Software, welche den Da-
tenfluss zwischen internen und externen Netzwer-
ken kontrolliert, unterliegt somit einer standig ver-
anderten Prifung. Auch menschliche Fehler, wie
beispielsweise das Offnen von Phishing-E-Mails oder
das Herunterladen von infizierten Dateien, konnen
zu einem erfolgreichen Angriff fiihren.

Es ist daher von entscheidender Bedeutung, dass
Treasury-Abteilungen angemessene SicherheitsmaR-
nahmen ergreifen, um sich vor Ransomware-Angrif-
fen zu schiitzen. Eine Hauptkomponente der IT-Sys-
temlandschaft einer Treasury-Abteilung besteht
dabei in der Implementierung des Treasury-Manage-
ment-Systems, welches ebenso wie die dazugehori-
gen Schnittstellen regelmafig aktualisiert und hin-
sichtlich ihrer Sicherheit gepriift werden sollte.

Zum Schutz sollten Unternehmen auch andere MaB-
nahmen ergreifen: Eine Moglichkeit ist, regelmaBige
Backups ihrer Daten zu erstellen und diese an einem
sicheren Ort aufzubewahren. Insbesondere im Be-
reich Zahlungsverkehr ist es nicht unublich, regel-
mahig Spiegelungen vom produktiven System zu ma-
chen und diese auf einen Disaster-Recovery-Server
zu Uberfuhren.

Dadurch konnen sie im Falle eines Angriffs ihre Da-
ten ganz oder zumindest teilweise wiederherstellen,
ohne auf die Zahlung von Losegeld angewiesen zu
sein. Trotzdem sollte die Sicherheit solcher Backups
immer wieder Uberprift und aktualisiert werden, da
die Ransomware-Angriffe ebenfalls versuchen, die
Wiederherstellung der Daten durch Backups zu ge-
fahrden: Laut dem diesjahrigen Ransomware-Report
von Sophos, einem Entwickler fir Sicherheitssoft-
ware, haben 94% der durch Ransomware angegriffe-
nen Unternehmen gemeldet, dass die Angreifer
ebenfalls ihre Backups verschliisseln wollten™. Eine
Moglichkeit ist hier ein Offline-Backup vorzuhal-
ten’, damit das Unternehmen selbst fur nicht funk-
tionierende Cloud-Backups gerustet ist.

12 ygl. Unsichere APIs sorgen fiir Milliardenschaden, der
Treasurer, 29. Juni 2022.

3 vgl. Die Lage der IT-Sicherheit in Deutschland 2023,
Bundesamt fiir Sicherheit in der Informationstechnik.

4 Vgl. The State of Ransomware 2024, Sophos, April 2024.

5 Vgl. MaBnahmenkatalog Ransomware, BSI, 2022.
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Eine weitere SchutzmaBnahme ist es, die IT-Systeme
des Unternehmens regelmaRig zu aktualisieren und
zu patchen, um Schwachstellen zu schliefen und An-
griffe zu verhindern. Unternehmen sollten auch
Schulungen fiir ihre Mitarbeiter durchfiihren, um sie
uber die Risiken von Ransomware-Angriffen zu infor-
mieren und sie zu sensibilisieren. Durch eine Kombi-
nation dieser MaBnahmen konnen Unternehmen ihre
Chance erhohen, Ransomware-Angriffe abzuwehren
und ihre Daten zu schiitzen. Nach BSI-Statistiken von
August 2022 reprasentierten Spam-Nachrichten etwa
34% aller E-Mails in der Wirtschaft in Deutschland,
was besonders hervorhebt, wie essenziell der Schutz
gegen diese Angriffe ist'®.

Angegriffen — was nun?

Wenn aber alle diese MaBnahmen nicht ausreichend
waren und ein Angriff auf das Unternehmen erfolg-
reich durchgefuhrt wurde, bleibt die Frage, ob das
gewinschte Losegeld bezahlt werden sollte. Laut ei-
ner europaweiten Studie haben ungefahr 60% der
angegriffenen Unternehmen sich entschieden, das
Losegeld zu bezahlen, um wieder auf ihre Daten
bzw. ihre IT-Infrastruktur zugreifen zu konnen'.
Dasselbe ist insbesondere vor dem Hintergrund er-
staunlich, dass selbst eine Losegeldzahlung die Ent-
schlusselung der Dateien nicht garantiert, und wei-
ter das Risiko eines Verlustes bzw. einer Veroffent-
lichung von betriebsinternen Daten besteht.

Bei der Entscheidung beziiglich der auf den Angriff
folgenden Reaktion spielt auch die geografische
Lage der betroffenen Organisation eine entschei-
dende Rolle, da je nach Land unterschiedliche regu-
latorische Vorschriften zu beriicksichtigen sind. In
den Vereinigten Staaten konnte eine solche Zahlung
beispielsweise als Terrorismusfinanzierung einge-
stuft werden, weshalb hier der rechtliche Rahmen
vorab gepriift werden sollte. Striktere Regelungen
oder Einschrankungen von Ransomware-Zahlungen
konnten auBerdem in der Zukunft in vielen Landern
eingefuhrt werden. Die Organisation ,,International
Counter Ransomware Initiative*, die zurzeit mehr
als 40 Lander beinhaltet, setzt sich fiir hartere Ge-
setze gegen solche Zahlungen ein, da dadurch An-
reize fur solche Angriffe geschaffen werden. Bis da-
hin bleibt es aber die individuelle Entscheidung der
betreffenden Unternehmen, einzuschatzen, ob eine
Losegeld-Zahlung oder der Schaden ohne Zahlung fir
das Unternehmen das kleinere Ubel darstellt.

Sollte ein Unternehmen dabei eine Losegeldzahlung
nicht kategorisch ausschlieBen, sollte es sich im
Rahmen der Business-Continuity-Strategie auch mit

16 Vgl. Ausgabe 08/2022: E-Mails und Spam-E-Mails in der
Wirtschaft in Deutschland, BSI.
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Kryptowahrungen beziehungsweise mit den Verwahr-
stellen von Kryptowahrungen, sogenannten Wallets,
befassen. Kryptowahrungen werden oft als Zahlungs-
mittel fur Losegeldforderungen verwendet. Cyber-
kriminelle nutzen Kryptowahrungen aufgrund ihrer
dezentralen Natur und Anonymitat, um Zahlungen
zu erhalten, ohne sofort identifiziert zu werden.
Hier sollte gepriift werden, ob bereits vorab Struktu-
ren geschaffen werden, um Zahlungen in Kryptowah-
rungen fur das Unternehmen durchfiihren zu kon-
nen. Einige Unternehmen gehen hier sogar so weit,
bereits bestimmte Kryptowahrungen vorzuhalten,
um im Schadenfall diese nicht kurzfristig beschaffen
zu mussen und sicherzustellen, dass diese Moglich-
keit als eine Stand-Alone-Losung auch ohne klassi-
schen Zahlungsverkehr existiert.

Autoren:

Borries Tobbens, Partner, Finance and Treasury
Management, Corporate Treasury Advisory, KPMG AG
Marvin Berning, Manager, Finance and

Treasury Management, Corporate Treasury Advisory,
KPMG AG

7 vgl. EU-Agentur fiir Cybersicherheit (Daten von Juli
2021 bis Juli 2022), Europaische Union, 2022.
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Anderungen amIFRS 9 Una
FRS /- Neue Lertinien Zur
Klassifizierung, Bewertung
Und Offenlegung von
Finanzinstrumenten

Die jlingsten Anpassungen am IFRS 9 und IFRS 7, die
das International Accounting Standards Board (IASB)
veroffentlicht hat, sollen dazu beitragen, die Klassi-
fizierung, Bewertung und Offenlegung von finanziel-
len Vermogenswerten und Verbindlichkeiten zu pra-

zisieren. Diese Anderungen basieren auf einem Post-

implementation Review des IFRS 9, der 2022 abge-
schlossen wurde. Obwohl das IASB feststellte, dass
der Standard im Wesentlichen wie vorgesehen funk-
tioniert, wurden dennoch Vorschriften identifiziert,
die aufgrund von neuen Entwicklungen seit Inkraft-
treten des Standards sowie der Riickmeldung von
Stakeholdern eine Uberarbeitung erforderten.

Ein zentraler Aspekt der Anderungen betrifft die
Klassifizierung finanzieller Vermogenswerte durch
das sogenannte SPPI-Kriterium (Solely Payments of
Principal and Interest), welches festlegt, unter wel-
chen Bedingungen finanzielle Vermogenswerte zu
fortgefuhrten Anschaffungskosten und nicht zum
beizulegenden Zeitwert zu bewerten sind. Laut
SPPI-Kriterium missen die vertraglichen Zahlungen
eines Vermogenswerts ausschlieBlich aus Tilgungs-
und Zinszahlungen bestehen, die auf den urspriingli-
chen Kapitalbetrag entfallen. Dabei steht die Beur-
teilung von Zinsbestandteilen in grundlegenden Kre-
ditvertragen im Fokus der Veranderungen, wonach
die aktualisierten Leitlinien des IASB zum IFRS 9 nun
prazisere Hinweise darauf enthalten, wie Zahlungs-
strome zu betrachten sind, die sich ausschlieBlich
aus Tilgungs- und Zinszahlungen zusammensetzen
und auf den verbleibenden Kreditbetrag entfallen.
Zu den typischen Zinskomponenten zahlen dabei
etwa der Zeitwert des Geldes, potenzielle Ausfallri-
siken sowie grundlegende Risiken bei Kreditkontrak-
ten, wie das Liquiditatsrisiko. Auch eine mogliche
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Gewinnmarge des Kreditgebers kann hier beriick-
sichtigt werden. Wichtig ist hierbei vor allem, dass
nicht die Hohe des Entgelts im Vordergrund steht,
sondern dass die Zahlungen mit den grundlegenden
Risiken und Kosten des Kreditgeschafts im Einklang
stehen. Das bedeutet, dass Zinsen nur dann als Teil
einer klassischen Kreditbeziehung gelten, wenn sie
hauptsachlich als Entschadigung fiir die Kreditrisiken
und -kosten des Unternehmens angesehen werden.
Zahlungen, die diese Anforderung nicht erfiillen
oder die grundsatzlich an Variablen gekoppelt sind,
die nicht mit den grundlegenden Kreditrisiken oder
-kosten einhergehen - etwa Marktbedingungen oder
externe Indizes - erfillen nicht die Kriterien fur
eine solche Kreditvereinbarung.

Zudem wurden im Zuge des Zahlungsstromkriteriums
die Regelungen fiir Vertragsbedingungen, die den
Zeitpunkt oder die Hohe der Zahlungen andern kon-
nen Uberarbeitet. Besonders relevant sind dabei
Darlehen, die ESG-bezogene Klauseln enthalten,
welche nicht direkt mit Veranderungen der zugrunde
liegenden Kreditrisiken zusammenhangen. In Zu-
kunft sind Unternehmen verpflichtet, unter Umstan-
den sowohl qualitative als auch quantitative Analy-
sen durchzufiihren, die auf die Signifikanz solcher
Klauseln einzahlen, und zwar unabhangig davon, wie
wahrscheinlich diese Anderungen eintreten. Konkret
bedeutet das, dass finanzielle Vermogenswerte, bei
denen zum Beispiel ESG-bezogene Klauseln in den
Vertragsbedingungen enthalten sind, zu fortgefuhr-
ten Anschaffungskosten bewertet werden konnen,
sofern diese keine wesentlichen Auswirkungen auf
die vertraglichen Zahlungsstrome vorweisen. Infor-
mationen uber die Auswirkungen solcher Vertrags-
klauseln sind zudem wie folgt offenzulegen:

e Eine Beschreibung des Ereignisses, das eine
Anderung in der Hohe der vertraglichen Zah-
lungen bedingt.

e Bruttobuchwerte der finanziellen Vermo-
genswerte und Verbindlichkeiten.

e Quantitative Angaben zu den potenziellen
Veranderungen der Zahlungsstrome.

Das Ziel des Standardsetters besteht darin, Transpa-
renz zu schaffen und den Adressaten der Finanzbe-
richterstattung die Moglichkeit zu bieten, die Aus-
wirkungen dieser bedingten Ereignisse hinreichend
genau nachzuvollziehen.

Ein weiterer Punkt, der durch die Anderungen des
IFRS 9 genauer definiert wurde, betrifft die soge-
nannten nicht rlickgriffsberechtigten finanziellen
Vermogenswerte (non-recourse). Der Begriff "nicht
ruckgriffsberechtigt” bezieht sich auf Finanzierun-
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gen, bei denen der Glaubiger nur auf die Zahlungs-
strome aus bestimmten, im Vertrag festgelegten
Vermogenswerten zugreifen kann. Ein Zugriff auf an-
dere Ressourcen des Schuldners ist dabei ausge-
schlossen. Die neuen Regelungen stellen nun klar,
dass eine Finanzierung nur dann als "nicht-ruckgriffs-
berechtigt” eingestuft werden darf, wenn die Ver-
tragsbedingungen das Recht des Glaubigers auf die
Zahlungsstrome dieser speziellen Vermogenswerte
beschranken. In der Vergangenheit gab es bei ver-
traglich verknipften Instrumenten oft Unklarheiten
hinsichtlich der Abgrenzung von Non-Recourse-
Finanzierungen. Diese Unsicherheiten fiihrten in ei-
nigen Fallen zu unterschiedlichen Ergebnissen bei
der Anwendung der entsprechenden Vorschriften.
Um diesem Problem entgegenzuwirken, hat das IASB
die Anwendungsrichtlinien jetzt prazisiert. Ziel die-
ser Klarstellungen ist es, eine eindeutige Unterschei-
dung zu ermoglichen und eine konsistente Anwen-
dung des Standards zu gewahrleisten.

Grundsatzlich ist ein finanzieller Vermogenswert
auszubuchen, sobald das vertragliche Recht auf den
Einbezug von Zahlungsstromen erlischt oder der Ver-
mogensgegenstand uUbertragen worden ist. Eine Ver-
bindlichkeit wird zum Zeitpunkt ihrer Erfillung aus-
gebucht. Neue Vorschriften zur Ausbuchung
finanzieller Verbindlichkeiten, die durch elektroni-
sche Zahlungssysteme beglichen werden, stellen au-
Rerdem klar, dass in bestimmten Fallen Unterneh-
men die Moglichkeit haben, eine Verbindlichkeit -
oder einen Teil davon - bereits auszubuchen, auch
wenn das Geld ,,noch unterwegs“ ist und die Ver-
bindlichkeit somit noch nicht erfullt wurde.

Eine weitere Anderung betrifft zudem die Offenle-
gungspflichten fur Eigenkapitalinstrumente, die zum
beizulegenden Zeitwert bewertet und als erfolgs-
neutral klassifiziert werden. Unternehmen sind ver-
pflichtet, den Gewinn oder Verlust aus der Bewer-
tung dieser Instrumente detaillierter darzustellen.
Dies umfasst unter anderem eine Differenzierung
von Betragen, die einerseits auf ausgebuchte und
anderseits auf noch gehaltene Anteile entfallen.
Diese Anpassungen sollen die Transparenz erhohen
und eine Nachvollziehbarkeit der Auswirkungen auf
die Bilanz sowie die Gewinn- und Verlustrechnung
gewahrleisten.

Die neuen Regelungen gelten ab dem

1. Januar 2026. Es ist vorgesehen, dass die Anwen-
dung der neuen Vorschriften retrospektiv erfolgt,
allerdings ohne verpflichtende Anpassung friiherer
Perioden.
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Fazit

Die Anpassungen am IFRS 9 und IFRS 7 sollen eine
einheitliche Anwendung der Vorschriften bei der
Klassifizierung und Bewertung von finanziellen Ver-
mogenswerten und finanziellen Verbindlichkeiten
gewahrleisten und bestehende Unsicherheiten in der
praktischen Umsetzung und Offenlegung beseitigen.
Ein besonderer Fokus liegt auf der genaueren Hand-
habung von Zinskomponenten beim SPPI-Test sowie
ESG-bezogenen Klauseln in Kreditvereinbarungen.

Sollten Sie Fragen haben oder Unterstiitzung bei der
Umsetzung der Anderungen des IFRS 9 und IFRS 7
benotigen, steht Ihnen das Finanz- und Treasury
Management Team jederzeit zur Verfiigung.
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