KPMG

WannaCry

TexHuuyeckuin 6lonneTeHb
17 man 2017 roga

B naTHuuy, 12 mana 2017 roga, Ha4yan cBOe pacnpocTpaHeHune Tak
Ha3biBaeMbin Bupyc-ebimorateno WannaCry. B paHHOM [OKyMeHTe
CoAEepPXNTCA Kak obuiee onncaHue aToro BUpyca, Tak  TeXHU4eckasn
nHpopmMauma o mexaHm3max ero 4eNCTBUA.

KNI04eBa4 MHQOpMALING

Bupyc-BbimoraTtenb (ransomware) WannaCry B cny4yae HeBbIniaTbl onpegesieHHON CyMMbl
BbiKyna wndpyeT XXecTKUN ANCK KoMnbloTepa/cepBepa XXepTBbl. Bupyc y)ke 3aTpoHyn
HECKOJIbKO eCATKOB TbICAY KOMMaHU BO MHOIrMx ctpaHax. Cpeav >xepTB Ha3biBalOTCA KPYMHble
poccuickne KOMMaHUM U rocyAapCcTBeHHble CTPYKTYPbI.

HasRaH/e &

BekToppacnpocTpaHerns <7

WannaCry, WNCry, WanaCryptOr, Wana DecryptOr,
WannaCrypt, WCrypt, WCRY.

[07BEDXEHHbIE CHCTEMb @

BpenoHocHaA nporpaMmma ucnonb3yeT
nporpaMMHyI0 YA3BMMOCTb B OMepauMOHHbIX
cuctemax Microsoft Windows (ucnonbsyemas
yA3BUMOCTb purypupyet nog HassaHunem MS17-010
uwnn ETERNALBLUE).

HAXOXeH/e B CUCTEME ©

Windows Vista SP2, Windows 2008 R2, Windows 7,
Windows 8.1, Windows 2012 R2, Windows 10, Windows
Server 2016 (n gpyrue Windows-cuctembl,
nonsep>eHHble yazsmumocTtu MS17-010).

470 [IEM1AET BUDYC

BpenoHocHoe MO 3anyckaeT ce6a Noa KaXkaon ns
OTKpbITbIX B cucteme RDP-ceccuin B koHTEKCTE
nonb3oBaTtens.

BOSMOXHOCTb DACLUMAPOBAHNY 52

Mporpamma-BbiMoraTtesib 3aWmndpPoBbIBAET AaHHbIE Ha
KoMnbloTepe n TpebyeT Bbikyna (06bi4HO 300$ B
GUTKOWHAX) B YCTAHOBJIEHHbIN MPOMEXYTOK BPEMEHMU, B
NPOTUBHOM CJlyyae yaanaeT AaHHble.

BaXHO

BpenoHoc ncnonb3yeTt KpuntocTtonkoe
wndposaHue (RSA-2048 n AES-128), n Ha TekyLmnin
MOMEHT BUPYCHbIM aHanMTUKaM He yaanocb HamTu
HeOOoCTaTKOB B peanusaumm KpuntoanroputMma.

T

MaTy onAa ycTpaHeHAa gaHHOMW yA3BUMOCTHM Gbin BbinyweH B MapTe 2017 ropa kak Yactb MS17-010 / CVE-2017-
0147. B HacToAWMN MOMEHT MUCrpaBfieHWe AaHHOWN YA3BMMOCTU AOCTYMHO TakXe U AnA He Noaaep>XMBaeMblx
6onbuwe cuctem Windows: XP 1 2003 (https:/blogs.technet.microsoft.com/msrc/2017/05/12/customer-guidance-

for-wannacrypt-attacks/).



https://blogs.technet.microsoft.com/msrc/2017/05/12/customer-guidance-for-wannacrypt-attacks/

BHELLIHAA BIAA 330X EHHON MALLUHb

| DOLIECC 3apaxeHig

BpepnoHoc npoBepAeT cOCTOAHME CUCTEMBI U
Hanu4yue 3apaxeHuna. Ecnu WannaCry He
NPUCYTCTBYET Ha MalUuHe, TO NEPBbIM 3TaNoMm
3apaxkeHun asnAeTcA yctaHoBka WannaCry kak
cepBuca mssecsvc2.0. [lonHoe nmAa B cucteme —
Microsoft Security Center (2.0). CepBuc
ucrnonb3yeT TOR Browser Bundle u nporpammy
wudpoBaHua dannos Ha gucke. Ecnn mawmnHa
3apaxeHa, BpegoHoc paboTaeT B pexume 4epss,
akcnnyaTupya yaseumoctb MS17-010.

WcnonHAembi hann BpegoHoca npeacTaBnaeTt
co6on pacnakoBLuk ZIP-apxuBa. MNpwu 3anycke
BPELAOHOC pacrnakoBbIBaeT CBOM KOMIMOHEHTbI B
OVpeKToputo, rae oH 6bin 3anyLleH N3 apxmea c
ucrnonb3oBaHnem napona « WNcry @20l17».
&

KOMIMOHEHTbI BDEoHOCA

Wana DecryptOr 2.0

Ooops, your files have been encrypted!

'What Happened to My Computer?

Your important files are encrypted.

our decryption service.

Payment will be raised on .
b =) Can I Recover My Files?
511612017 00:47:55

not so enough time.

Many of your documents, photos, videos, databases and other files are no longer
accessible because they have been encrypted. Maybe you are busy looking for a way to
recover your files, but do not waste your time. Nobody can recover your files without

Sure. We guarantee that you can recover all your files safely and easily. But you have

You can decrypt some of your files for free. Try now by clicking <Decrypt>.

But if you want to decrypt all your files, you need to pay.

[You only have 3 days to submit the payment. After that the price will be doubled.

Your files will be lost on
Sl How Do I Pay?
512012017 00:47:55

e click <How to buy bitcoins>.

And send the correct amount to the address specified in this window.

Send $300 worth of bitcoin to this address:

bitcoin

Also, if you don’t pay in 7 days, you won't be able to recover your files forever.
[We will have free events for users who are so poor that they couldn’t pay in 6 months.

After your payment, click <Check Payment>. Best time to check: 9:00am - 11:00am

Payment is accepted in Bitcoin only. For more information, click <About bitcoin>.
Please check the current price of Bitcoin and buy some bitcoins. For more information,

P [12t9YDPgwueZNyMgw519p7AABisiré SMw

Contact Check Payment

Decrypt

HGLOBAL EternalBlue Yorm()

4

H

HGLOBAL result; /7
void =u1; /7
signed int v2; #/
void =u3; £#

= Init_EternalBlue_Worm{);

if ( b
{ - .
= {void =)beginthreadex(8, 8, EternalBlue_scan_LAH, 8, 8, 8);
if ( )
tloseHandle{u1);
= 8;
do
{

= (void =)beginthreadex{®, 8, EternalBlue_scan_inet,
if { )

CloseHandle(v3d);
Sleep(Bx7DBu);

++u2;

H
while ( <128 );
= 0;
H
return :

» 8, 8);

Mogaynb wndposaHna, KOTOpbIN 3aMbpoBaH C UCNOSIb30BaHMEM crieunanbHoro dopmaTta

KoHdurypaumoHHbin dann, cogepxawmi agpeca C&C cepBepos, agpeca GUTKONH-KOLIENIbKOB 1

WannaCry; MOXET 6bITb p,emmd)posaH C ucnoJsib3oBaHmem NnpuBaTHOrro Knko4a, HaxoaAauierocAa B

WUcnonHAembin dann, yganaowmii Bce BpeMeHHble dalnbl, CoO3aaHHble BO BpeMA npouecca

b.wnry O6owu ona paboyero cTtona, MHANKATOP 3apaxeHua
c.wnry

npovee
r.wnry Q&A daiin, cogepxalwmin MHbopmaumio o npouecce paboTbl ¢ GUTKOMHAMM
s.wnry ZIP-apxuB ¢ knueHTom cetn TOR
t.wnry

ucrnonHaemom ¢anne BpegoHoca
u.wnry

NnoCTynJieHNA onnatbl OT NONb30BaTeNA
Taskdl.exe

wwudposaHua ((WNCRYT)
Taskse.exe

(ocHoBaH Ha TSCON)

msg\¥

fsbikoBble hannbl (Ha TeKYLMN MOMEHT BPEAOHOC NoaAepXMBaeT 28 pasnnyHbIX A3bIKOB)

UcnonHAaembin dann, ncnonb3ylowmnca ana gewmndpoBaHuAa dannos Nonb3oBaTena B cnyyae

WcnonHAembin dann, 3anyckaoLwmin BpegoHOC B KOHTEKCTe Bcex nonb3oBaTtenen c RDP-ceccuen




BDBMOHOC CO3MAeT HECKOMBKO ONOMHATE bHbIX (DAATIOB Q
B X01E CBOET O BbiNO/HERNS

00000000.eky Kntoy wundposaHua ana ganna t.wnry, KOTOPbIA B CBOIO O4epenb COAEPXUT AENCTBUTENbHbIN
Moaynb WwundpoBaHUA BpegoHoca.

00000000.pky [ly6nn4HbIN KIOY, UCMONb3YEMbIA BPpeOOHOCOM ANnA WwindgpoBaHua creHepupoBaHHon napbl AES-
KJto4en, KOTOPbIMU B CBOIO ovepenb WindpytoTea ¢dansbl nosib3oBaTenen.

00000000.res PesynbTaTbl B3anmopencTeua ¢ ynpaenaowmm C&C (command and control) cepsepom.

BOBOHOC MEHIET Npasa Ha PA MANIoB 1 B3aMMOLENCTBYET &
C 0 cepBepoMB oeTv TOR

attrib +h .

icacls . /grant Everyone:F /T /C /Q
C:\Usersxxx\AppData\Local\Temp\taskdl.exe
@WanaDecryptor@.exe fi
300921484251324.bat

BPB/IOHOC CO3MIAET MBIOTEXC
«slobaliMsWinZonesGacheCounterMutexA» v 3anyckaeT KoMaHay

cmd.exe /c vssadmin delete shadows /all /quiet & wmic shadowcopy delete & bededit /set {default}
bootstatuspolicy ignoreallfailures & bcdedit /set {default} recoveryenabled no & wbadmin delete catalog —
quiet

7>

JaHHaA komaHaa YAanAeT pe3epBHble KON, OTKN4YaeT BO3MOXXHOCTb nepe3arpy3kn B pexxnum
BOCCTaHOBJIEHNA CUCTEMbI N Npo4ee.

@ 4T0 MPVBEN0 K MACCOBOMY 33DAXEHMIO?

. OTcyTCTBME HanaXeHHoro npouecca MeHeKMeHTa 0GHOBNEHWIA MPUKNAAHOMO
N CUCTEMHOrO NPOrpaMMHOro obecrnevyeHns KoMnaHuu.

. OTCyTCTBME NOCTOSIHHOIO KOHTPOJSISi BHELLHErO NEpMMETpa CETU Ha Hanuyne
M30bITOYHBIX CEPBUCOB C MYGNNYHBIM JOCTYMNOM.

. OTcyTCTBME CErMEHTUPOBAHNSA U MEXCETEBOIO 3KPAHNPOBAHUS BHYTPU
KOpropaTUBHbIX CETEN.

. B cnyyae 3apaxeHns yepes uULLNHF — HeJOCTaTOYHAst OCBEAOMIEHHOCTb
nosib3oBaTesnien B BONpocax MHOPMaLMOHHON 6€30MacHOCTM!.

. OtcyTcTBME NPOAKTMBHOWM MNO3MLUMM CNELMANUCTOB MO MHOPMALIMOHHOM
6e30MacHOCTM B OTHOLLEHUN aKTyarnbHbIX Yrpo3.

© 2017 AO «KMNMTI». Bce npaBa 3alumLLeHbl



| POLECC 3apaXeHd

— T[ocne 3apaxeHuAa BpefoHOC HauynHaeT paboTaTb B peXNMe YepBA, MHULMANM3MpyeT KpunTorpadudeckue
6unbnunoTtekn gnAa wundposaHuna dannos Nonb3oBaTesen.

— BpepnoHoc copepxuTt gBe Bepcun 6udnumotek dil — gna 32- n 64-6UTHBIX BEPCUIA ONEPALMOHHOWN CUCTEMBI.
— 3anyck dll npuBoauT k pasmeweHuio Ha gucke ganna CAWINDOWS\mssecsvc.exe.

text:18881114 public PlayGame

-text:18861114 PlayGame proc near ; DATA XREF: .rdata:off_188821B8Jo
-text:108881114 push offset ahlssecsvc_exe ; '‘mssecsuc.exe”
-text:18881119 push offset aWlindows ; “WIHDOWS™
text:1888111E push offset Format HE HARY- LAY L
-text:18881123 push offset payload_drop_location ; Dest
-text:18881128 call ds:sprintf

-text:1888112E add esp, 18h

-text:16881131 call drop_payload_from_resources
-text:18881136 call execute_payload

-text:1086868113B sor eax, eax

-text:1888113D retn

-text:1886113D PlayGame endp

KAKVE NaHHbIE LUMQPYIOTCY BPEAOHOCOM?

Ha Bcex nokanbHbIX gMckax 1 JOCTYMHbIX CETEBbIX pecypcax wudpytoTca dannbl co
cnefyowmmMmn paclimpeHnamu:

1. OcpucHbie dannbi 2. ApxuBbl 3. Daitnbl NMCEM M NOYTOBbIX
U MmynbTUMepuiiHbie ¢aibl nporpamm
.ppt .doc .docx Xlsx .zip .rar tar .bz2 .eml .msg .ost .pst
.Sxi .SXW .odt .hwp .mp4 .mkv .vsd .odg .edb
.raw .nef .svg .psd

4. ®annbl 6a3 AaHHbIX 5. ®annbl NPoOEKTOB 6. Knioun wmcbpoBaHua
N UCXOAHbIE KOAbI n cepTudukaTbl
.sql .accdb .mdb .dbf .php .java .cpp .pas key .pfx .pem .p12
.odb .myd .asm .csr .gpg .aes

7. ®annbl

BUPTYaJibHbIX MaLUVH

vmx  .vmdk vdi

[107HBIA NIEPEYEHD £

.doc, .docx, .xls, .xlsx, .ppt, .pptx, .pst, .ost, .msg, .eml, .vsd, .vsdx, .txt, .csv, .rtf, .123, .wks, .wk1, .pdf, .dwg, .onetoc2, .snt,
.jpeg, .jpg, .docb, .docm, .dot, .dotm, .dotx, .xIsm, .xIsb, .xlw, .xlt, .xIm, .xlc, .xItx, .xItm, .pptm, .pot, .pps, .ppsm, .ppsx, .ppam,
.potx, .potm, .edb, .hwp, .602, .sxi, .sti, .sldx, .sldm, .sldm, .vdi, .vmdk, .vmx, .gpg, .aes, .ARC, .PAQ, .bz2, .tbk, .bak, .tar, .tgz, .gz,
.7z, .rar, .zip, .backup, .iso, .vcd, .bmp, .png, .gif, .raw, .cgm, .tif, .tiff, .nef, .psd, .ai, .svg, .djvu, .m4u, .m3u, .mid, .wma, .flv, .3g2,
.mkv, .3gp, .mp4, .mov, .avi, .asf, .mpeg, .vob, .mpg, .wmv, .fla, .swf, .wav, .mp3, .sh, .class, .jar, .java, .rb, .asp, .php, .jsp, .brd,
.sch, .dch, .dip, .pl, .vb, .vbs, .ps1, .bat, .cmd, .js, .asm, .h, .pas, .cpp, .c, .cs, .suo, .sIn, .Idf, .mdf, .ibd, .myi, .myd, .frm, .odb, .dbf,
.db, .mdb, .accdb, .sql, .sqlitedb, .sqlite3, .asc, .lay6, .lay, .mml, .sxm, .otg, .odg, .uop, .std, .sxd, .otp, .odp, .wb2, .slk, .dif, .stc,
.SXc, .ots, .0ds, .3dm, .max, .3ds, .uot, .stw, .sxw, .ott, .odt, .pem, .p12, .csr, .crt, .key, .pfx, .der




B VHOVKaToRG! KOMAPOMET AL

[na o6Hapy>XeHnA 3apa>KeHnA cepBepPoB U Pabounx CTaHLWN MOXHO MCMOIb30BaTb XeLlUn
dannos, KoTopble o6ecneymnBaloT BbINOJIHEHME BPEAOHOCHOIO KOAAa, a Takxke NyTn ¢annos u
DNS-umeHa, cBA3aHHble ¢ aTako. OCHOBHble MHAWKATOPbI BpegoHoca NpeacTaBiieHbl HUXE, B
nocnenyowmx pasgenax AonojaHUTENbHO NpeacTaBsieHa MHGOopMaLmMA No BCeEM MHAUKaTopam
KOMMpoOMeTaLnmn, [OCTYMHbIM Ha TeKYLLUN MOMEHT.

Twn npenTudukartopa Upentudukartop
09a46b3e1be080745a6d8d88d6b5bd351b1c7586ae0dc94d0c238ee36421cafa
24d004a104d4d54034dbcffc2a4b19a11f39008a575aa614ea04703480b1022¢
2584e1521065e45ec3¢17767c065429038fc6291c091097ea8b22c8a502c41dd
2ca2d550e603d74dedda03156023135b38da3630cb014e3d00b1263358c5f00d
45356a9dd616ed7161a3b9192e2f318d0abbad10
4a468603fdcb7a2eb5770705898cf9ef37aade532a7964642ecd705a74794b79
509c41ec97bb81b0567b059aa2f50fe8
51e4307093f8ca8854359c0ac882ddcad27a813c
7bf2b57f2a205768755c07f238fb32cc

7f7ccaa16fb15eb1¢c7399d422f8363e8

84c82835a5d21bbcf75a61706d8ab549
87420a2791d18dad3f18be436045280a4cc16fcd
b9c5d4339809e0ad9a00d4d3dd26fdf44a32819a54abf846bb9b560d81391c25
bd44d0ab543bf814d93b719¢24e90d8dd7111234

C:\Windows\mssecsvc.exe

C:\WINDOWS\tasksche.exe

db349b97c¢37d22f5ea1d1841e3c89eb4

889544 aff85ffaf8b0d0da705105dee7c97fe26
ed01ebfbc9ebbbbeab45af4d01bf5f1071661840480439c6e5babe8e080ed1aa
f107a717f76f4f910ae9cb4dc5290594
f8812f1deb8001f3b7672b6fc85640ecb123bc2304b563728e6235ccbe782d85

iugerfsodp9ifjaposdfjhgosurijfaewrwergweal.Jcom

Hostname ifferfsodp9ifjaposdfjhgosurijfaewrwergweal.Jcom

B VH0VKaTODG! KOMMDOMETALYN B DRECTIE

Hwu>xe nepeyncneHbl MTHANKATOPbI, NMO3BOJIAIOLLME ONPEAENIUTb aKTUBHOCTb BpeoHOca B
cucTeme no KJloyam peecTpa 1 nx cogepxumomy. Cnenyet o6paTuTb BHUMaHNE, YTO HEKOTOPbIE
y4acTKu KJII0YEN peecTpa reHepupytoTca criyvYanHbiM o6pasom.

HKLM\SOFTWARE\WanaCryptOr
HKLM\SOFTWARE\Microsoft\Windows\CurrentVersion\Run\<random>: “”<ransomware directory>\tasksche.exe
HKLM\SOFTWARE\WanaCryptOr\wd: “<ransomware directory>"

HKU\S-1-5-21-677641349-3533616285-3951951702-1000\Control Panel\Desktop\Wallpaper:
“%APPDATA%\Microsoft\Windows\Themes\TranscodedWallpaper.jpg”

HKU\S-1-5-21-677641349-3533616285-3951951702-1000\Control Panel\Desktop\Wallpaper: “<ransomware
directory>\@WanaDecryptor@.bmp”

mn



l VHOVKaTODb! KOMIPOMETALIA B QAN0BON CUCTEME

Huxxe nepeyncneHbl UHOMKATOPbI, MO3BOJIAIOLLME ONpeaAesnTb akTUBHOCTb BpedoHoca no
Ha3BaHMAM (anoB Ha NoKanbHbIX OUCcKax NoJfib3oBaTeNen u ceTeBblX pecypcax. Cnenyet
06paTUTb BHUMAaHWE, YTO YacTb aapeca 3aBUCUT OT ANPEKTOpUK, rae Obin 3anyLieH BpegoHoc.

@Please_Read_Me @.txt — pa3amewiaeTca BO Bcex <ransomware directory>\msg\m_norwegian.wnry
nankax, COAepXallmx 3amndposaHHble Gainnei. <ransomware directory>\msg\m_polish.wnry

@WanaDecryptor @.exe.Ink - PasMeLlaeTca BO BCEX  ransomware directory>\msg\m_portuguese.wnry
nankax, cogepXaluux 3awmnbpoBaHHble hainbl.

%DESKTOP%\@WanaDecryptor@.bmp
%DESKTOP%\@WanaDecryptor@.exe
%APPDATA%\tor\cached-certs
%APPDATA%\tor\cached-microdesc-consensus
%APPDATA%\tor\cached-microdescs.new
%APPDATA%\tor\lock

%APPDATA%\tor\state

<ransomware directory>\00000000.eky

<ransomware directory>\msg\m_romanian.wnry
<ransomware directory>\msg\m_russian.wnry
<ransomware directory>\msg\m_slovak.wnry
<ransomware directory>\msg\m_spanish.wnry
<ransomware directory>\msg\m_swedish.wnry
<ransomware directory>\msg\m_turkish.wnry
<ransomware directory>\msg\m_viethnamese.wnry
<ransomware directory>\r.wnry

<ransomware directory>\s.wnry

<ransomware directory>\00000000.pky <ransomware directorys\twnry

<ransomware ;i!rectory>t(()@0\(l)\(l)000[()).res @.b <ransomware directory>\TaskData\Tor\libeay32.dll
<ransomware d!rectory>\@wanaDecryptor@. P <ransomware directory>\TaskData\Tor\libevent-2-0-5.dll
<ransomware directory> anabecryptor@.exe <ransomware directory>\TaskData\Tor\libevent_core-2-

<ransomware directory>\b.wnry 0-5.dlI

<ransomware directory>\c.wnry <ransomware directory>\TaskData\Tor\libevent_extra-2-
<ransomware directory>\f.wnry 0-5.dll

<ransomware directory>\msg\m_bulgarian.wnry <ransomware directory>\TaskData\Tor\libgcc_s_sjlj-1.dll
<ransomware directory>\msg\m_chinese <ransomware directory>\TaskData\Tor\libssp-0.dll
(simplified).wnry <ransomware directory>\TaskData\Tor\ssleay32.dll
<ransomware directory>\msg\m_chinese <ransomware directory>\TaskData\Tor\taskhsvc.exe

traditional).wnr .
( ) Y <ransomware directory>\TaskData\Tor\tor.exe

ransomware directory>\msg\m_croatian.wnr . .
<ranso are directory>\msg\m_croatia ¥ <ransomware directory>\TaskData\Tor\zlib1.dll

<ransomware directory>\msg\m_czech.wnry .
<ransomware directory>\taskdl.exe

<ransomware directory>\msg\m_danish.wnry .
<ransomware directory>\taskse.exe

<ransomware directory>\msg\m_dutch.wnry .
<ransomware directory>\u.wnry

<ransomware directory>\msg\m_english.wnry C:\@WanaDecryptor @.exe
<ransomware directory>\msg\m_filipino.wnry
<ransomware directory>\msg\m_finnish.wnry
<ransomware directory>\msg\m_french.wnry
<ransomware directory>\msg\m_german.wnry
<ransomware directory>\msg\m_greek.wnry
<ransomware directory>\msg\m_greek.wnry
<ransomware directory>\msg\m_indonesian.wnry
<ransomware directory>\msg\m_italian.wnry
<ransomware directory>\msg\m_japanese.wnry
<ransomware directory>\msg\m_korean.wnry

<ransomware directory>\msg\m_latvian.wnry




/HAVKATOPBI KOMADOMET AL N0 00paLLIeH!IM
KY3naMVHTEPHET 1 TOR

Hwuyxe nepeyncneHbl MIHANKATOPbI, NO3BOJIAIOLME ONpPenesnTb akTUBHOCTb BpeAoHoca B
cucteme no obpauleHmam Kk pecypcam ceten MHTtepHeT n TOR. CnenyeT 06paTuTbh BHUMaHue,
4YTO NnocnegHne NpeacTaBieHHble agpeca He cregyeT 0o6aenAaTb B YepHble cnucku. JaHHbie URL
WCMONb3YIOTCA A1 aBapUNHOT0 OTK/IOYEeHUA BpegoHoca (Npu ycTaHOBKE B CUCTEMY B NepBbIX
Bepcuax BpenoHocHasa nporpamma nposepana OCTYyNHOCTb YKa3aHHOTrO y3a 1, eCnu OH
[OCTyrMeH, He 3apa)aa cuctemy).

197.231.221.221:9001
128.31.0.39:9191
149.202.160.69:9001
46.101.166.19:9090
91.121.65.179:9001
2.3.69.209:9001
146.0.32.144:9001
50.7.161.218:9001

79.172.193.32:443
38.229.72.16:443
Rphjmrpwmfv6v2e[dot]onion
Gx7ekbenv2riucmf[dot]onion
57g7spgrzlojinas[dot]onion
xxlvbrloxvriy2c5[dot]onion
76jdd2ir2embyv47[dot]onion
cwwnhwhlzb2magm7[dot]onion

— 217.79.179.177:9001 — iugerfsodp9ifjaposdfjhgosurijfae
— 213.61.66.116:9003 wrwergweal.Jcom (sinkholed)
212.47.232.237:9001 — ifferfsodp9ifjaposdfjhgosurijfae
. 81.30.158.223:9001 wrwergweal[.Jcom (sinkholed)

/HIVKATOPb! KOMIDOMETALIMA
HOBbIX BENCA BELIOHOC

Ha Tekywmnin MomMeHT 0OHapy>XeHO MHOXECTBO HOBbIX BEPCUIN AaHHOro BpegoHoca. Hekotopblie
ob6pa3subl UHOANKATOPOB KOMMNPOMETaLMN NpencTaBneHbl HUXE.

MepBbIN 3k3eMnnAp BTopomn ak3emnnap

DB349B97C37D22F5EA1D1841E3C89EB4

24D004A104D4D54034DBCFFC2A4B19A11F3
9008A575AA614EA04703480B1022C

D724D8CC6420F06E8A48752F0DA11C66

07C44729E2C570B37DB695323249474831F58
61D45318BF49CCF5D2F5C8EA1CD

TpeTunn akzemnnap

D724D8CC6420F06E8A48752FODA11C66

07C44729E2C570B37DB695323249474831F58
61D45318BF49CCF5D2F5C8EA1CD

[nAa nony4yeHna 605iee NONHOIO NepPeyHA akTyabHbIX UHANKATOPOB KOMNPOMETaLUN MOXHO BOCMNOJIb30BaTbCA
ny6nuyHbiMu nctouyHukamum threat intelligence.



PEKOMEHO AL

1. OrpaHnuntb goctyn k noptam TCP 139/445 Ha rpaHu4YHbIX BpaHamayapax u
MPOBECTUN BHELLIHEE CKaHMPOBaHWE BCEX KOPMOPaTUBHbIX MYONMYHbIX AMana3oHOB
IP-agpecoB Ha NpeaMeT UX Hanuuns.

YcTtaHoBuTb 06HoBNeHne MS17-010 Ha cepBepbl/APM.
OTKNIOYMTb NOAOEPKKY YCTapeBLLEro NnpoTokona SMBv1.

BnokvnpoBaTthb kakne-nmbo KoMMyHukaumm ¢ yanamm TOR-ceTen Ha rpaHnYHbIX
OpaHamayapax.

CyLLecTBYIOT OTHYEThI, B KOTOPbIX OTPAXXEHO, YTO NEPBUYHOE 3apaXKeHne
MPOUCXOZNIN0 NPU NMOMOLLM PACChINKN BPEAOHOCHbBIX JOKYMEHTOB MO
9NEKTPOHHOWM noyTe. B cnyvyae HEBO3MOXHOCTU MUTUIMPOBaHUS PUCKOB B
KOPOTKMIA CPOK (0BLLIMpPHAas MHAppaCTPyKTypa 1 Np.) CleayeT paccCMOTPETb
noaxop nNo BpEMEHHOMY OTKMOYEHMNI0 BO3MOXHOCTEN UCNONb30BaHMWSA
nepecbinikin hannoB B MOYTOBbLIX COOBLLEHUSX.

HyXHa NOMOLLL? askSecunty@kpmaru

Hawa komaHga B CHIC — 310 cneumanuctbl MUPOBOTO YPOBHA, o6nagatoLme
Takmmun ceptudukaramu, kak CISA, CISM, CISSP, C|EH, OSCP, CRISC, ISO
27001 LA (a). Y Hac ecTb BO3MOXHOCTb COYETaTb JIOKaJIbHbI/ OMbIT C NyYLLIEn
MeXXayHapoaHOoW NpakTukour, Npuenekasa Hawunx konner — akcneptoB KIMMI no
3awmTe nHpopmaummn n knbepbesonacHoctn Bo Bcem mupe. Mbl KOMANEKCHO
Noaxo4nM K peLleHnto BONpocoB MHpopmaLumMoHHon 6e3onacHoCTu, yaoenas
BHUMaHMe Kak OpraHU3auMoOHHbIM, TakK U TEXHUYECKUM acrekTam.
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NHdbopmauuna, cogepxalladaca B HACTOALLEM AOKYMEHTe, HOCUT OBOLLMUI XapakTep 1 noarotosrieHa 6e3 yyeTa
KOHKPETHbIX 06CTOATENBCTB TOFO UM MHOTO NIl UK opraHmM3aummn. XoTAa Mbl HEU3MEHHO CTPEMUMCA
NnpeAcTaBNATb CBOEBPEMEHHYIO Y TOYHYIO MH(OPMaLMIO, Mbl HE MOXEM rapaHTUPOBaTb TOTO, YTO AaHHanA
nHbOpMaLMA OKaXeTCA CTOJIb XXEe TOYHOMW Ha MOMEHT NoJsyyYeHuda nnm 6ynet octaBaTbCA CTOMb XXe TOYHOW B
oynywem. NMpeanpruHnmaTtb kKakme-nmbo AencTBMA Ha OCHOBaAHUM Takon MHOpPMaLMN MOXXHO TOJIbKO nocne
KOHCYNbTauui ¢ COOTBETCTBYIOLUMN CNELMannucTamMmm v TWaTeNbHOro aHanu3a KOHKPETHON cuTyauum.
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