
FORENSIC

PRIVACY 
MATURITY 

ASSESSMENT
Ob Personenbezug, Geschäfts- und 
Betriebsgeheimnisse oder Big Data – mit 
jeder Datenverarbeitung wächst das Risiko, 
Datenschutzverstöße zu begehen. Im 
Fokus der Datenschutzaufsichtsbehörden 
stehen nicht nur die Big Player, sondern 
gerade auch der Mittelstand. Wir sagen 
Ihnen, wie Ihr Unternehmen aufgestellt 
sein sollte.

WIRTSCHAFTSFAKTOR 
DATENSCHUTZ

Informationen und Daten sind Güter von höchstem Wert für 
Unternehmen – aber auch für betroffene Individuen. Mit der 
Erhebung personenbezogener Daten verpflichten sich 
Unternehmen dazu, sie zu schützen und Betroffenen die 
Nutzung ihrer Daten transparent zu machen. 

Datenschutzaufsichtsbehörden überwachen den Schutz 
der Daten und die Information der Betroffenen gezielt, unter 
anderem durch spezielle Tools zur Identifizierung von 
Datenschutzschwachstellen. Werden Daten nicht ausrei-
chend geschützt oder sogar manipuliert oder gestohlen, 

reichen die Folgen von Reputationsschäden über Bußgel-
der und Geldstrafen bis hin zu individuellen Haftstrafen.

Um hier vorzubeugen – aber auch, um sich bewusst positiv 
von Wettbewerbern abzugrenzen – können Unternehmen 
ein umfassendes Datenschutzsystem einsetzen. 

Sowohl aus der risikoorientierten als auch aus der wirt-
schaftlichen Perspektive lohnt es sich deshalb für Unter-
nehmen, gezielt auf den Schutz ihrer Daten hinzuarbeiten. 

KPMGs Privacy Maturity Assessment beurteilt einfach, 
schnell und nachvollziehbar, wie Ihr Unternehmen in puncto 
Datenschutz aufgestellt ist und wo Handlungsbedarf be- 
steht. Zudem unterstützen wir Sie bei der Neuausrichtung 
und Verbesserung von Maßnahmen und Prozessen.

ENTSCHEIDENDE  FAKTOREN

TONE FROM THE TOP
Führungskräfte geben den  
Ton an – auch im Datenschutz. 
Ihn als notwendiges Übel zu 
betrachten, reicht nicht aus: 
Betrachten Sie ihn als essen-
zielle Grundlage gesunden 
Wirtschaftens.

SENSIBILISIERUNG
Schulungsmängel und  
fehlende Sensibilisierung der 
Mitarbeiter führen zu einer 
Häufung von Unachtsamkeiten 
im Umgang mit schützens-
werten Daten.

ÜBERBLICK
Ein Verfahrensverzeichnis ist 
das Standardwerk des Daten- 
schutzbeauftragten und erster 
Ansatzpunkt der Aufsichts- 
behörden. Trotzdem halten es 
viele Unternehmen nicht vor.

TECHNISCHER WANDEL
Moderne Technologien  
bieten komplexe Angriffs- 
flächen, aber auch verbes-
serte Schutzmöglichkeiten. 
Evaluieren und nutzen Sie 
diese, um Daten umfassend 
zu sichern.
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SCHWACHSTELLEN ENTDECKEN 
UND GEZIELT ENTGEGENWIRKEN 

Die Anforderungen an ein betriebliches Datenschutzma-
nagementsystem sind vielfältig und komplex. Mit einem 
passgenauen Ansatz, strukturiertem Vorgehen und erprob-
ten Kriterien verschafft Ihnen unser Privacy Maturity 
Assessment einen umfassenden Überblick über die Situa- 
tion in Ihrem Unternehmen. Basierend auf einer Analyse 
des Status quo geben wir Ihnen Empfehlungen zur Neuaus-
richtung und Verbesserung datenschutzrelevanter Maßnah-
men und Prozesse. Abhängig von Struktur und Branche 
Ihres Unternehmens beleuchten wir dabei die folgenden 
Aspekte:

Governance
•	 Tone from the Top
•	 Ziele und Risiken
•	 Interne und externe Vorgaben 

Organisation
•	 Verantwortlichkeiten und Rollen
•	 Einbindung des Datenschutzbeauftragten
•	 Betriebsrat, Sprecherausschuss
•	 Verfahren und Inventarisierung 

Programm
•	 Richtlinien und Handlungsanweisungen
•	 Mitarbeiter- und Kundendatenschutz 
•	 Umgang mit betrieblicher IT
•	 Betroffenenrechte
•	 Zusammenarbeit mit Dienstleistern/Dritten
•	 Datensicherheit und technisch-organisatorische Maßnahmen 

Kommunikation
•	 Training und Awareness
•	 Arbeitshilfen
•	 Externe Kommunikation 

Überwachung und Verbesserung
•	 Datenschutzaudits
•	 Meldemechanismen
•	 Reaktion auf Datenschutzvorfälle
•	 Sanktionierung von Verstößen

Die Analyse erfolgt auf Basis von Interviews mit relevanten 
Ansprechpartnern, der Durchsicht wesentlicher Unterlagen 
und gegebenenfalls stichprobenartiger Prüfungen. An-
schließend wird das Ergebnis bewertet und in übersichtli-
cher Form dargestellt. 

UNKOMPLIZIERT, VERTRAUENS-
WÜRDIG UND SICHER

Beispielhafte Darstellung der Beurteilung im Rahmen eines 
Privacy Maturity Assessment:

Nach sorgfältiger Analyse identifizieren wir individuellen 
Handlungsbedarf und entwickeln maßgeschneiderte 
Empfehlungen, um Ihre Datenschutzorganisation für die 
Zukunft in Topform zu bringen. Zusätzlich besteht die 
Möglichkeit, Ihr Datenschutzsystem nach anerkannten 
Standards zertifizieren zu lassen.

In Deutschland stehen Ihnen unsere interdisziplinären 
Spezialisten an den Standorten Berlin, Hamburg, Frankfurt 
am Main, Köln und München zur Verfügung. Darüber hinaus 
können wir bei internationalen Fragestellungen auf unser 
globales KPMG Forensic-Netzwerk mit über 2.500 Mitar-
beitern zurückgreifen.

Kontakt

KPMG AG Wirtschaftsprüfungsgesellschaft 

Barbara Scheben

Partner, Forensic
T +49 69 9587-3737
bscheben@kpmg.com

www.kpmg.de/forensic

Die enthaltenen Informationen sind allgemeiner Natur und nicht auf die spezielle Situation einer 
Einzelperson oder einer juristischen Person ausgerichtet. Obwohl wir uns bemühen, zuverlässige 
und aktuelle Informationen zu liefern, können wir nicht garantieren, dass diese Informationen so 
zutreffend sind wie zum Zeitpunkt ihres Eingangs oder dass sie auch in Zukunft so zutreffend 
sein werden. Niemand sollte aufgrund dieser Informationen handeln ohne geeigneten fachlichen 
Rat und ohne gründliche Analyse der betreffenden Situation.
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