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In lulie 2019, KPMG a publicat
studiul anual Global CEO
Outlook. La momentul
respectiv, KPMG a discutat cu
mal mult de 1,300 de persoane
(directori executivi, CEO) ce
conduceau unele dintre cele
mal mari organizatii globale
pentru a intelege care sunt
provocarile cu care se
confruntau acestia si care erau
elementele care influentau
procesul decizional al
companiilor pe care le
conduceau. Rezultatele nu au
fost deloc surprinzatoare —
principalele amenintari la
adresa dezvoltarii afacerilor
acestora pentru anii 2019/ 2020
erau (in ordinea raspunsurilor):
- Riscul indus de

schimbarile climatice/ de

mediu;

Riscul generat de noile

tehnologii;

Nationalismul;

Riscurile induse de

securitatea cibernetica;
- Riscurile operationale.

Mergand si mai detaliat, mai
mult de doua treimi din
persoanele intervievate
spuneau la acel moment ca
organizatiille pe care le
conduceau erau pregatite
pentru viitoare atacuri
cibernetice, indiferent de
dimensiunea acestora. Virusii
cibernetici care au facut istorie
in ultimii ani (precum epidemia
ransomware din anul 2018) a
facut companiile din toata
lumea mult mal atente cand
vine vorba de protectia
mediului cibernetic si in plus,
conducerea executiva a
companiilor a inceput sa
sprijine mal mult aceste
procese (securitatea
cibernetica). Companiile au pus
la punct planuri, au construit
echipe de securitate
cibernetica si au investit mult
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in unelte care sa previna,
detecteze si sa reactioneze la
atacurile cibernetice.

Dupa 6-8 luni de la acest
moment am realizat cu totii cat
de mult ne-am inselat: riscul
unel pandemii globale, care sa
afecteze afacerile la 0 scara
fara precedent, nu a fost,
practic, luata in considerare
deloc!

COVID-19

Crizele provocate de Pandemii
au, in general, mal multe
consecinte. Pe cand o
intrerupere normala, localizata
duce la scaderi ale
productivitatii (i.e. operatiunile
sunt derulate la un nivel redus
din cauza lipsel oamenilor sau
pentru ca acestia nu mai
Muncesc cu aceeasi eficienta),
criza provocata de COVID-19
are efecte mult mai mari, pana
la intreruperi in lantul de
productie. Chiar daca unitatea
de productie este localizata
intr-o zona care nu a fost
afectata in mod direct de
pandemie, majoritatea pieselor
de schimb sau componentelor
este produsa in zilele noastre
in China, care a fost prima tara
afectata de COVID-19. Ceea ce
insemna ca, chiar daca fabrica
ar mentine productivitatea la
un nivel ridicat, s-ar putea sa
nu poata produce deloc
deoarece materialele necesare
sau componentele nu sunt
disponibile.

O alta consecinta imediata
este Impactul negativ asupra
staril de bine a angajatilor (care
cantareste mal mult decéat
impactul financiar). Pe
deasupra, vor fi situatii in care
raspandirea agresiva a virusului
va afecta pe oamenii de langa
noi (e.g. membrii familiel) cu
un impact direct asupra
noastra si a eficientei noastre.
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,, Pierderile financiare sunt o
consecinta directa a crizei
provocate de Pandemie dar
acestea vor veni secvential.
Chiar si cu planuri complexe
pregatite in avans, unele
industrii vor suferi mai mult
decat altele. Primele care vor
resimti socul vor fi
companiile din industria
Turism si Transport
(deoarece oamenii nu vor
mai calatori iar unele tari vor
inchide granitele), apoi
centrele comerciale si
magazinele ne-alimentare
(e.g. haine, incaltaminte etc.)
lar ulterior industria auto.
Aceste industrii vor
experimenta primul soc, prin
reducerea veniturilor si
scaderea afacerilor (efectul
va fi si mai amplificat de
decizia guvernelor de a
restrictiona activitatea
centrelor comerciale sau
inchiderea granitelor). Chiar
sl magazinele care
functioneaza online vor
suferi intr-o masura mai mica
sau mai mare, deoarece
majoritatea oamenilor vor
cheltui banii pe bunurile de
baza si mai putin pe
imbracaminte, de exemplu?”

Ulterior, una dupe
cedlalta, toate Inaustrile
VOr Tl afectate

Continuitatea
afacerii

Infuziile de tehnologie,
procesele ce evolueaza rapid si
nolle aliante in mediul de
afaceri pot introduce riscuri de
intrerupere a activitatii sau a
bunului mers al unei companii.
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In mediu de afaceri extrem de
competitiv din zilele noastre,
organizatiile nu isi pot permite
intreruperi prelungite, timp mic
de reactie, imbunatatiri
costisitoare ale sistemelor
iInformatice sau procese
iInflexibile. Disponibilitatea
Informatiel si a sistemelor este
esentiala in Era Informatiel.
Dezastrele naturale, intentiile
malitioase precum si
accidentele catastrofice pot
aduce intreruperi in
disponibilitatea informatiilor si
pot afecta negativ procesele
esentiale ale afacerii.

Pregatirea pentru evenimente
neasteptate este cruciala. In
timp ce organizatille au
incredere in propriile procese si
proceduri si pun la punct
planuri complexe pentru
adresarea evenimentelor
neasteptate ce pot apare in
operatiunile de zi cu zi (precum
rechemarile in masa de
produse sau incidentele de
securitate cibernetica), ultimele
saptamani au aratat ca crize
majore vor aparea si vor fi mai
grave decat cele mal pesimiste
scenarii la care ne-am fi gandit.

Pandemia COVID-19 ne arata,
in fiecare zi, ca si cele mai
pregatite organizatii au
dificultati in a gestiona situatia
Sl a supravietul.

,Cand vine vorba de
Continuitatea Afacerii, a
actiona intr-un mod agil va
face diferenta dintre
organizatiile care vor
supravietui si cele care vor
prospera in continuare”
spune Gheorghe Vlad, Senior
Manager in KPMG si Membru
Asoclat al Institutulul pentru
Continuitatea Afacerii. “Daca
reactia este prea lenta,
sansele ca organizatia sa
dispara cresc” continua el.

Reactia

Reactia la intreruperile
majore este de obicel, 0
decizie individuala. Cand
vine vorba de crize majore,
pandemii, precum cea
cauzata de COVID-19, exista
un set de masuri similare pe
care majoritatea companiilor
ar trebui sa le ia.

Educatia

personalului este un element foarte important. Atunci cand discutam de reactia la 0 Pandemie,
Igiena personala si distantarea sociala sunt masuri esentiale pentru a opri raspandirea virusulul.
Distantarea sociala este probabil, cea mai buna arma pe care o avem impotriva COVID-19.

Initierea unui proces prin care angajatii sa lucreze de acasa. Uncle companii au acest
proces in cultura organizationala pe cand altele s-a putea sa nu fie pregatite pentru acesta. Unele
companil s-ar putea sa nu poata adopta acest model de operare deloc, datorita constrangerilor gen-
erate de modelul de afacere (de exemplu, unitatile de productie). In toate situatiile insa, intr-o
masura mal mica sau mai mare, angajatii ar trebui incurajati sa lucreze de la distanta si astfel, sa
evite sa lucreze in grupuri mari (sau in niciun fel de grupuri, daca este posibil).

Comunicare

« Comunicare cu angajatii, cu clientii, cu furnizorii si orice tert relevant. Comunicarea este la baza oricarui
= raspuns in cazul unei crize si este elementul care va face diferenta. Angajatii trebuie sa stie in orice

moment care sunt planurile companiei pe termen scurt si mediu. Clientii vor sa stie daca compania este in continuare capabila sa livreze
produsele sau serviciile iar furnizorii sunt direct interesati sa inteleaga nevoile companiei si sa isi alinieze reactia in consecinta.

“Si nu in ultimul rand, faceti planuri pentru revenirea la situatia normala” spune Gheorghe Vlad. , Cu exceptia situatiei in care criza
va avea un efect atat de mare incat va duce la falimentul afacerii, orice astfel de eveniment/ criza are un sfarsit si trebuie sa va

pregatiti organizatia sa revina la starea normala” concluzioneaza el.
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