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Versiunea 4, Aprilie 2025 

Notă de Informare Generală 
 

 
Cu privire la prelucrarea datelor cu caracter personal, ca parte a responsabilității 
dedicate asigurării transparenței, securității și confidențialității, KPMG în România* se 
angajează să protejeze și să folosească informațiile personale denumite „date cu caracter 
personal”, aparținând persoanelor vizate, doar în conformitate cu prevederile 
Regulamentului UE 2016/679 privind protecția persoanelor fizice în ceea ce privește 
prelucrarea datelor cu caracter personal și privind libera circulație a acestor date și de 
abrogare a Directivei 95/46/CE („GDPR”).  

 

În general, intenția noastră este să colectăm doar datele cu caracter personal care sunt 
necesare îndeplinirii scopului pentru care au fost colectate, fie în mod direct de la dvs., 
fie în mod indirect, ca urmare a unor procese interne care urmăresc obligațiile noastre 
legale sau de diligență. 

Prezenta Notă de Informare Generală are în vedere procesele și activitățile generale prin 
care pot fi colectate date cu caracter personal în cadrul unor procese/activități care nu 
presupun interacțiunea cu unul dintre site-urile web ale KPMG în România.  

Astfel, în mod direct, putem colecta date cu caracter personal de la dvs., ca urmare a 
inițierii sau negocierii unei relații de afaceri, intrării într-o relație contractuală de afaceri, 
participarii la sesiunile de training/evenimentul pentru care ati optat, sau atunci când ne 
furnizați bunuri sau servicii sau când ne transmiteți un curriculum vitae (CV), ori când ne 
vizitați la sediul nostru. 

Pe de altă parte, putem colecta date cu caracter personal despre dvs. din diverse surse 
publice, precum site-uri publice, Registre publice de evidență, de asigurare a opozabilității 
sau liste de sancțiuni internaționale, în vederea inițierii unei relații de afaceri și, după caz, 
încheierea unui contract de prestare de servicii profesionale.  

 

Ce categorii de date cu caracter personal colectăm?  

Obținem informații personale despre dvs., precum, dar fără a ne limita la, nume, prenume, 
adresa de e-mail, număr de telefon, datele conținute în cadrul actului de 
identitate/pașaportului, copia actului de identitate, adresa de reședință/domiciliu, țara de 
rezidență, cetățenia, compania/organizația pe care o reprezentați, funcția/poziția dvs. în 
cadrul companiei, funcția publică, vechimea în funcția pe care o dețineți, imagini 
foto/video, semnătura, număr de înmatriculare al autoturismului, datele conținute în 
cuprinsul curriculum vitae (CV) și în referințele obținute de la foștii angajatori ai dvs, date 
privind imobilul/imobilele pe care le dețineți, date cuprinse în cadrul oricăror formulare pe 
care le-ați completat în procesul nostru de cunoaștere a clientelei, sau cu ocazia 
participarii la sesiunile de training/evenimente, date privind condamnări sau infracțiuni, 
date pe care ni le puteți furniza în cadrul unui apel telefonic sau date pe care alegeți să 
ni le transmiteți în cazurile în care alegeți să ne contactați prin intermediul poștei 
electronice.  
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În plus, în cazurile în care angajatorul dvs. ori dvs. în mod individual a/ați contractat 
serviciile KPMG pentru unele operațiuni, precum servicii de efecutare a calculului salarial 
sau servicii globale de mobilitate, vom colecta și prelucra datele pe care ni le va pune la 
dispoziție angajatorul dvs. sau dvs., în vederea prestării serviciilor contractate.  

 

Ce categorii de date speciale prelucrăm?  

În general nu solicităm și nu prelucrăm categorii speciale de date, însă pot exista situații 
în care, fie este necesar în temeiul unei legi să colectăm și să prelucrăm astfel de date, 
fie le prelucrăm cu acordul dvs. explicit, precum:  

✓ Date privind apartenența sau opiniile politice, precum și posibile informații privind 
condamnările și infracțiunile, date pe care le prelucrăm ca efect al obligației legale 
în procesul de cunoaștere a clientelei, prevenirea spălării banilor și a combaterii 
terorismului; 

✓ Date privind originea etnică/rasială, sănătatea sau apartenența la sindicate, în 
cazul în care oferim serviciile noastre de mobilitate globală, în conformitate cu 
acordul obținut de la dvs.; 

✓ Datele privind sănătatea, pentru a preîntâmpina răspândirea unei boli contagioase 
sau ca urmare a unui incident care s-a petrecut la sediul nostru, ca parte a 
obligației noastre de a ne conforma cu obligațiile legale sau cu interesul public 
urmărit. 

 

Care sunt scopurile și temeiurile pe care ne întemeiem?  

Legea ne permite să prelucrăm date cu caracter personal atât timp cât avem un temei 
legal pentru a face acest lucru. De asemenea, legea ne obligă să vă informăm care sunt 
scopurile prelucrării. Drept urmare, atunci când prelucrăm datele dvs. cu caracter 
personal, ne vom baza pe unul dintre următoarele temeiuri legale de prelucrare, în 
scopurile indicate: 

• Interesul legitim, pentru a vă răspunde la o cerere/solicitare atunci când 
interacționam în mod direct cu dvs. sau atunci când înțelegeți să vă adresați 
solicitarea prin intermediul poștei electronice sau prin orice alt canal de 
comunicare. 
De asemenea, putem prelucra imaginea dvs și numărul de înmatriculare al 
autoturismului atunci când ne vizitați sediul, pentru asigurarea securității spațiului 
și a bunurilor noastre, prin utilizarea mijloacelor de supraveghere video și a 
accesului fizic controlat.  

• Consimțământul dvs., în unele cazuri și pentru unele procese specifice, vă vom 
solicita permisiunea pentru a prelucra o parte din datele dvs. cu caracter personal 
și vom prelucra datele dvs. cu caracter personal numai dacă sunteți de acord. De 
exemplu, atunci când solicităm referințe de la foști angajatori ai dvs. sau în cazul 
în care prelucrăm datele privind originea etnică/ rasială, sănătatea sau 
apartenența la sindicate cu ocazia prestării serviciilor de mobilitate. 

• Executarea unui contract, în cazul în care ințiem și executăm o relație 
contractuală de afaceri pentru prestarea de servicii profesionale și, respectiv, în 
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cazul în care ne furnizați bunuri sau servicii sau în cazul în care ne închiriați imobile 
care se află în proprietatea dvs., vom prelucra datele dvs. cu caracter personal, 
raportat la calitatea și capacitatea dvs. de reprezentant al persoanei juridice/ 
persoanei fizice autorizate contractante, respectiv la calitatea dvs. de proprietar al 
imobilelor. 

• Obligația legală, ca temei legal aplicabil pentru prelucrări de date cu caracter 
personal în scopuri precum: obligația de cunoaștere a clientelei; prevenirea spălării 
banilor și a combaterii terorismului; asigurarea respectării criteriilor de 
independență profesională; emiterea facturilor; prevenirea răspândirii unor boli 
contagioase sau pentru efectuarea unui raport cu privire la un incident care ar 
putea afecta starea de sănătate; transmiterea de informații către autoritățile 
abilitate de lege să solicite și să primească astfel de informații, de exemplu 
instanțele de judecată, parchete, poliția, executori judecătorești, Oficiul Național 
de Prevenire și Combatere a Spălării Banilor, autorități fiscale, notari publici, alte 
autorități cu rol de supraveghere și control. 

 

Prelucrarea automată a datelor cu caracter personal 

În unele cazuri putem utiliza anumite mijloace de prelucrare automată a unor date cu 
caracter personal, cum ar fi cazurile în care este necesară agregarea unor date personale 
disponibile în spațiile publice online, însă o decizie nu va fi bazată niciodată pe o 
prelucrare automată.  

 
Partajarea și transferul datelor cu caracter personal 
 

✓ Transferul în interiorul organizației globale KPMG 
 

Este posibil să transmitem informații despre dvs. către alte firme membre ale rețelei 
globale KPMG în scop administrativ sau ca parte a angajamentelor internaționale cu 
KPMG International Limited și alte firme membre KPMG, acolo unde este necesar, pentru 
a ne îndeplini obligațiile legale și de reglementare din întreaga lume, a obligațiilor în 
materie de cunoaștere a clientelei, asigurarea suportului pentru serviciile destinate 
clienților, pentru a asigura emiterea și gestionarea anumitor tipuri polițe de asigurări sau 
pentru a permite găzduirea și suportul aplicațiilor IT. În orice caz, ne vom asigura că 
eventualele date transmise sunt doar acelea necesare pentru realizarea scopului. 
 

✓ Transferul către terți 
 
Putem partaja date cu caracter personal către terțe părți în măsura în care este necesar, 
ca efect al unei obligații legale sau standarde profesionale, pentru nevoile noastre 
legitime, administrative ori de afaceri sau pentru a analiza și a răspunde solicitărilor dvs.  

 
Dintre destinatari, putem enumera următoarele posibile categorii:  
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• colaboratori sau furnizori de sisteme de telecomunicații, integratori de date, 
asistență pentru sisteme și/sau aplicații, servicii de arhivare, furnizori de software 
bazate pe cloud, servicii de pază și protecție;  

• colaboratori care ne oferă servicii profesionale precum notari, avocați, auditori, 
contabili, asigurători;  

• autoritățile abilitate de lege să solicite și să primească informații, de exemplu 
instanțele de judecată, parchete, poliția, executori judecătorești, Oficiul Național 
de Prevenire și Combatere a Spălării Banilor, autorități fiscale, notari publici, Oficiul 
National pentru Cadastru și Publicitate Imobiliară, alte autorități cu rol de 
supraveghere și control; 

• un potențial cumpărător sau vânzător și consilierii acestuia, în cazul unui posibil 
proces de fuziune în legătură cu un transfer sau achiziție, real sau potențial, al unei 
părți sau a întregii afaceri, sau orice drepturi sau interese asociate.  

 
De asemenea, în eventualitatea în care KPMG poate stoca date cu caracter personal în 
afara Spațiului Economic European, în mod uzual acestea se transmit către 
următoarele țări. În eventualitatea unui posibil transfer de date, ne vom asigura că acesta 
va avea loc doar dacă un nivel adecvat de protecție a datelor cu caracter personal este 
recunoscut de către Comisa Europeană pentru țara destinatară. În absența unei astfel de 
decizii emise de Comisia Europeană, vă vom transfera datele cu caracter personal într-o 
țară terță numai dacă sunt prevăzute garanții adecvate conform legii, pentru a proteja 
datele cu caracter personal. 

 

În orice caz, ne vom asigura că eventualele date transmise să fie doar acelea necesare 
scopului urmărit.  
 
KPMG nu va transfera datele dvs. cu caracter personal pentru operațiunile de marketing 
direct ale terților. 
 
Care este termenul de retenție al datelor ? 

Având în vedere prevederile legislației privind cunoașterea clientelei, prevenirii spălării 
banilor și finanțării terorismului, prevederile legii contabilității privind păstrarea 
documentelor justificative care stau la baza înregistrărilor în contabilitatea financiară și 
necesitatea apărării/ conservării drepturilor în cadrul unui posibil litigiu, vom putea reține 
datele cu caracter personal pe o perioadă de până la maxim 10 ani de la momentul 
colectării acestora sau de la data încetării relației de afaceri, în funcție de situația 
aplicabilă.  

Imaginile sau înregistrările obținute prin intermediul sistemului intern de monitorizare și 
supraveghere video se păstrează pentru o perioadă de maximum 30 de zile, cu excepţia 
situaţiilor expres reglementate de lege sau a cazurilor temeinic justificate. 
 
Drepturile dumneavoastră 

În măsura în care KPMG prelucrează date cu caracter personal ce au legătură cu dvs., 
aveți următoarele drepturi, in conformitate cu Regulamentul UE 2016/679 privind 

https://kpmg.com/ro/ro/home/misc/location-data-processing.html
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protecția persoanelor fizice în ceea ce privește prelucrarea datelor cu caracter personal 
și privind libera circulație a acestor date și de abrogare a Directivei 95/46/CE („GDPR”): 

Dreptul la informare: aveți dreptul de a primi informații privind operațiunile de prelucrare 
a datelor dvs. cu caracter personal. Respectarea acestui drept se realizează prin 
prezenta Notă de Informare Generală, precum și prin alte informări pe care le veți primi 
în cadrul proceselor/ activităților specifice.  
 
Dreptul de acces: aveți dreptul de a obține informații extinse cu privire la prelucrarea 
datelor dvs. cu caracter personal, caz în care răspunsul nostru va urmări cel puțin 
categoriile de informații, astfel cum sunt indicate de Regulamentul GDPR.  
 
Dreptul la rectificare: aveți dreptul de a obține, fără întârzieri nejustificate, rectificarea 
datelor inexacte care vă privesc sau completarea datelor cu caracter personal care sunt 
incomplete.  
 
Dreptul la ștergerea datelor: aveți dreptul de a solicita ștergerea datelor cu caracter 
personal care vă privesc, în oricare dintre următoarele situații prevăzute de Regulamentul 
GDPR, astfel: 

- datele cu caracter personal nu mai sunt necesare pentru îndeplinirea 
scopurilor pentru care au fost colectate sau prelucrate; 

- vă retrageți consimțământul acordat și nu există un alt temei juridic pentru 
prelucrare; 

- vă opuneți prelucrărilor de date personale;  
- datele cu caracter personal au fost prelucrate ilegal;  
- datele cu caracter personal trebuie șterse pentru respectarea unei obligații 

legale. 
 

Dreptul la restricționarea prelucrărilor: aveți dreptul de a obține restricționarea 
prelucrării datelor dvs. cu caracter personal în oricare dintre următoarele situații prevăzute 
de Regulamentul GDPR, astfel: 

- contestați exactitatea datelor. Prelucrarea va fi restricționată pentru o 
perioadă necesară verificării exactității datelor; 

- prelucrarea datelor personale este ilegală, însă alegeți să solicitați 
restricționarea, iar nu ștergerea; 

- solicitați restricționarea pentru constatarea, exercitarea sau apărarea unui 
drept în instanță; 

- vă opuneți unei prelucrări bazate pe interesul legitim. 

 
Dreptul la portabilitatea datelor: aveți dreptul de a primi datele cu caracter personal 
care vă privesc într-un format structurat, utilizat în mod curent și care poate fi citit automat, 
și de a transmite aceste date altui operator, când mijloacele tehnice permit acest lucru. 
Acest drept poate fi excercitat atunci când prelucrarea se bazează pe consimțământ și se 
efectuează prin mijloace automate. 
 
Dreptul la opoziție: aveți dreptul de a vă opune prelucrării datelor personale, din motive 
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legate de o situație particulară în care vă aflați.  
 
Dreptul de a nu face obiectul unei decizii bazate exclusiv pe prelucrarea automată, 
inclusiv crearea de profiluri. 
 
Dreptul de vă retrage consimțământul pentru prelucrările bazate pe acest temei legal.  
 

Pentru exercitarea drepturilor de mai sus, ne puteți trimite o cerere scrisă prin e-mail la 
adresa: dataprotection-office@kpmg.com. 
 
De asemenea, aveți dreptul de a depune plângere la Autoritatea Națională de 
Supraveghere a Prelucrării Datelor cu Caracter Personal (ANSPDCP), cu sediul în B-dul 
G-ral Gheorghe Magheru nr. 28-30, Sector 1, cod poștal 010336, București, sub forma 
unei adrese scrise, la sediul instituției sau electronic, la adresa de e-mail 
anspdcp@dataprotection.ro, în cazul unei posibile încălcări a drepturilor dvs. în contextul 
prelucrării datelor cu caracter personal.  
 
Securitatea și integritatea datelor 
KPMG are în aplicare politici și proceduri rezonabile de securitate pentru a proteja datele 
cu caracter personal împotriva pierderilor, a utilizării eronate, a modificărilor sau a 
distrugerilor neautorizate. Însă, în ciuda tuturor eforturilor depuse de către KPMG, 
securitatea nu poate fi garantată împotriva tuturor amenințărilor. În ceea ce ne privește, 
accesul la datele dvs. cu caracter personal este limitat la persoanele care au nevoie să 
cunoască aceste date și care au responsabilitatea asigurării confidențialitătii acestor 
informații.  
De asemenea, depunem eforturi rezonabile pentru a păstra datele cu caracter personal 
numai atât timp cât: i) informațiile sunt necesare pentru atingerea scopului; ii) sunt 
necesare pentru a respecta cerințele legale, de reglementare privind afacerile sau 
politicile interne; iii) până la exercitarea dreptului de ștergere a datelor.  
Perioada în care se păstrează datele va depinde de natura și circumstanțele specifice în 
care au fost colectate informațiile. 

 

Modificări ale acestei Note de Informare Generale 

KPMG poate modifica sau actualiza această Notă de Informare Generală pentru a 
reflecta politicile noastre de confidențialitate. Dacă vom modifica această Notă de 
Informare Generală, vom nota data actualizată în versiunea acestei pagini. 

 
Adrese de contact  
KPMG se angajează să protejeze confidențialitatea datelor dvs.cu caracter personal. 
Dacă aveți întrebări sau comentarii cu privire la prelucrarea datelor dvs. cu caracter 
personal, vă rugăm să ne contactați la adresa dataprotection-office@kpmg.com. De 
asemenea, puteți utiliza această adresă pentru a ne transmite orice solicitări cu privire la 
respectarea protecției datelor cu caracter personal.  
Vă vom confirma primirea e-mailul dvs. și vom încerca să rezolvăm solicitarea dvs. în 
termen de o lună de la primire. În cazul în care cererea este complexă sau avem un volum 

mailto:dataprotection-office@kpmg.com
mailto:anspdcp@dataprotection.ro
mailto:dataprotection-office@kpmg.com
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mare de cereri în curs de soluționare, vă vom anunța că soluționarea acesteia va dura 
mai mult de o lună și vom încerca să rezolvăm solicitarea în cel mult trei luni de la primirea 
cererii. 
De asemenea, aveți posibilitatea de a depune o plângere la autoritatea locală pentru 
protecția datelor, respectiv Autoritatea Naţională de Supraveghere a Prelucrării 
Datelor cu Caracter Personal, la datele de contact indicate mai sus la Secțiunea 
„Drepturile dumneavoastră”. 
 
* "KPMG," "noi,", „nostru/noastră” se referă la KPMG International Limited("KPMG 
International"), o companie cu răspundere limitată de naționalitate engleză, și/sau la 
oricare, sau mai multe dintre firmele membre ale organizației globale KPMG, afiliate la 
KPMG International.  
KPMG International Limited este o companie cu răspundere limitată, de naționalitate 
engleză și nu oferă servicii clienților. Nicio firmă membră nu are autoritatea de a obliga 
sau de a angaja KPMG International sau orice altă firmă membră față de terți și nici KPMG 
International nu are o astfel de autoritate de a obliga sau de a angaja vreo firmă membră. 
 
În România există următoarele entități KPMG, cu sediul în București, sector 1, Șoseaua 
București-Ploiești nr. 89 A: 

▪ KPMG Romania S.R.L. 
▪ KPMG Audit S.R.L. 
▪ KPMG Tax S.R.L. 
▪ KPMG Advisory S.R.L 
▪ KPMG Business Tax Services S.R.L. 
▪ KPMG Restructuring S.P.R.L. 
▪ KPMG Delivery Center S.R.L. 
▪ Fundația KPMG  
▪ KPMG Accounting and Payroll Services S.R.L. 
▪ KPMG Legal prin TONCESCU și Asociații S.P.A.R.L. 


