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GDPR i povezani zakoni

Zastita podataka i privatnost postali su
imperativ u danasnjem digitalnom svetu.
Klijenti i regulatori sve viSe zahtevaju
adekvatnu zastitu podataka o licnosti.

Da li ste spremni ?
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NOva regulativa [ izazovina trzistu

Generalna regulativa o zastiti podataka (EU General Data Zasto je ova regulativa vazna za Vas?
Protection Regulation - GDPR) je formalno usvojena u
aprilu 2016. od strane Evropskog parlamenta. Za
razllk_u‘ od direktiva, nije potrebno da vlade zemalja obradom podataka o li¢nosti kao i
usvajaju lokalne regula’Elve, tako da QDF.'R formalno pravila koja se odnose na slobodno
stupa na snagu u maju 2018. godine i od tada kretanje podataka.

organizacije moraju biti uskladene.

GDPR definiSe pravila koja se odnose
na zastitu fizickih lica u vezi sa

Ova regulativa je najveca i
najdalekoseznija promena u regulaciji

Nove tehnologije i uticaj na poslovanje privatnosti i zaStite podataka u istoriji.

Razvoj novih tehnologija (Big Data, mobilne aplikacije, druStvene mreze,
aplikacije za profilisanje potrosaca, itd.) utiCe na privatnost podataka i
direktno raste i broj skandala koji su povezani sa privatnoScu.

GDPR zahteva od organizacije da
implementira adekvatne i prilagodene
okvire kontrola podataka i upravljanja

Ukoliko li¢ni podaci nisu adekvatno zasticeni, organizacije rizikuju da rizikom. Puko azuriranje dokumenata
izgube poverenje svojih klijenata i zaposlenih. neée biti dovoljno. Potrebno je
Organizacije ¢e morati da procene da li su postojec¢e organizacione, implementirati proces zastite podataka i
procesne, administrativne i tehnicke mere zastite dovoljne u pogledu povezane kontrole, jer se zahteva

svrhe i obima obrade podataka, koli¢ine prikupljenih podataka, perioda upravljanje implementacijom i odrzavanjem
¢uvanja, kao i njihove dostupnosti. koje se moze kasnije pratiti i proveriti.

Kako GDRP ima uticaj na srpske organizacije, iako Srbija nije ¢lanica EU?

Regulativa se nece primenjivati samo za kompanije sa sedistem u EU (ili njihovim filijalama u EU), veé i za one cije je
sediste izvan EU, a koje nude robu ili usluge unutar EU.

Mogu iznositi do 20 miliona Treba sprovoditi procene
Velike evra ili 4% globalnog Procene uticaja na privatnost podataka
kazne godisnjeg prometa, zavisno uticaja i (DPIA). Ako rezultat pokazuje
od toga koji iznos je veci. analize visok rizik, nadzorni organ
treba da bude konsultovan.
Ukoliko su predmet posebne . ' .
Nove kategorije liénih podataka i Prava Prava su prct>S|rena i obuhvataju
funkcije masovni podaci, treba korisnika mogucnostprenosa
) imenovati Rukovodioca za podataka i pravo na brisanje.
zastitu podataka.
Organizacije ¢e morati da Osetljivi Pored rgnije _Obuhvaéenih, sada
Registar vode inventar o liénim % podaci o se prosiruju i na biometrijske i
informacijama. G liénosti genetske podatke.
Potreb iaviti nadlesni Treba da se dobije na
§ j otrebno prijaviti nadieznim . nedvosmislen naéin, putem
::Zﬁi;‘;:me organima u roku od 72h Pristanak izjave ili jasne potvrde (Ft)mapred
ncijalno i korisnicima). korisnika . . ) .
podataka l(?]gg;i tg”jae pcc))tlre%rlwi Ilglgojgti obelezena polja su neprihvatljiva).
Mere moraju biti primenjene i
Jasn? zahtevi oko . Servisne od organizacija koje kqntrohsu [
Bezbednost monitoringa, logovanja, organizacije od onih kqje ih ObradlUJL‘J. .
enkripcije i anonimizacije. Potrebno je postojanje jasnih
sporazuma.




Kadal kako reagovatl

Da li ste upoznati sa svim propisima o privatnosti i Povezani zakoni u Srbiji
zastiti podataka kojih se Vasa organizacija mora .
pridrzavati?

U Srbiji postoji vazecéi Zakon o zastiti
podataka o licnosti koji nije uskladen sa

Da li relevantni akteri u Vasoj organizaciji znaju koje novom EU regulativom i ima posebne
(licne) informacije Vasa organizacija obraduje, gde odredbe sa kojima je takode potrebno ostati
se sve nalaze, u kojim oblicima i ko upravlja njima? uskladen.

Da li Vasa organizacija ima adekvatne kontrole + Sadruge strane, Poverenik za informacije od

kojima obezbeduje sigurne tokove podataka u javnog znacCaja i zaStitu podataka o licnosti je
skladu sa GDPR? zapoCeo javnu raspravu o novom modelu

Zakona o zastiti podataka, ali jos$ uvek ne

Da li obradu i cuvanje poverljivih podataka oostoje jasni datumi i koraci usvajania.

korisnika , autsorsujete”, drzite u cloud-u, delite sa

drugim kompanijama ili planirate ove aktivnosti? * Utoku 2016. godine usvojen je Zakono
informacionoj bezbednosti kojim se ureduju

mere zastite od bezbednosnih rizika u
informaciono-komunikacionim sistemima,
odgovornosti pravnih lica kao i nadlezni

Da li ste spremni za koriséenje novih tehnologija organi. Zakon je u direktnoj vezi sa ISO/IEC
na nacin uskladen sa zahtevima privatnosti? 27000 porodicom standarda.

Da li Vasa organizacija poseduje adekvatne
tehnicke i organizacione mere kako bi se nadzirala
obrada podataka i sprecilo njihovo curenje?

Ukoliko niste sigurni za odgovor na bilo koje od gore navedenih pitanja, mozete nas kontaktirati. Predstojece izmene

u regulativi o zastiti podataka zahtevace znacajne organizacione, procesne, tehnoloske i administrativne promene.

Treba delovati odmah!

Kako Vam mimoZemo pomac

KPMG koristi okvir za upravljanje zastitom podataka koji se proSiruje na 4 glavne faze i grupe aktivnosti
(1) procena, (ll) dizajn, (Ill) implementacija i (I\V) praé¢enje.

Za utvrdivanje kako GDPR uti¢e na Vasu organizaciju, prvi korak je procena trenutne uskladenosti i spremnosti za
zaStitu podataka (sa tehnicke i pravne strane). Dodatno vrSi se i mapiranje sa zahtevima regulative u Srbiji i
posebno davanje paznje na suprotstavljene zahteve razlicitih zakona.

Dizajn
Zajednicki rad sa

Vama na pripremi programa
za privatnost radi uskladivanja
sa zahtevima regulative u
Srbiji i EU a u skladu sa
strategijom organizacije.

Implementacija

Pomo¢ u implementaciji
procesa, politika i kontrola
kako bi smanijili rizike koje se
odnose na privatnost |
poverljivost

Procena

Nezavisna procena
trenutnog stanja |
gepova koji postoje u
odnosu na nove
regulatorne zahteve uz
davanje preporuka za
uskladivanje

Pracenje

Tehnicka i pravna podrska
u odrzavanju kontrolnog
okruzenja za oCuvanje
privatnosti i poverljivosti
podataka



KO Smo M

KPMG je globalna mreza profesionalnih firmi koje pruzaju usluge Prisutni u

revizije, poreskog, finansijskog, pravnog i IT savetovanja.

KPMG d.o.o. Beograd je izgradio jaku nacionalnu praksu koja se zasniva 1 52

na kombinaciji lokalnog i medunarodnog znanja i iskustva zaposlenih.

Srpska kancelarija poseduje znacajno iskustvo u pruzanju punog obima zemlje

usluga poslovnog savetovanja domacim privrednim drustvima, viadinim
organizacijama, stranim investitorima, bankama i finansijskim institucijama,
agencijama za finansiranje i drugim firmama koje posluju u Srbiji.

Multidisciplinarni tim sastavljen od visoko kvalifikovanih

strucnjaka poseduje sve potrebne vestine, znanja i iskustvo da
vam pruzi podrsku prilikom resavanja najizazovnijih problema.

Nasi strucnjaci pokrivaju sve aspekte iz oblasti privatnosti,

ukljuéujuci, pravna pitanja, upravljacke kontrole i tehnologiju.

Clanovi naseg tima su struénjaci sa znacajnim iskustvom,
medunarodnim sertifikatima i polozenim ispitima u Srbiji:

« CISA - Sertifikovani revizori informacionih sistema
« ITIL v3 foundation

* ISO/IEC 27001:2013 ISMS Lead Auditor

* Sertifikovani interni revizori

* Advokati
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KPMG d.o.o. Beograd
Kraljice Natalije 11
11000 Belgrade, Serbia
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KPMG

strucnjaci pomazu klijentima

da usklade bezbednosne, IT
pravne i poslovne funkcije
kako bi zajedno doprineli
strateSkim cilievima
poslovanja
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