


KPMG secure Hie franster

KPMG in Sweden has implemented a service for secure file transfer between KPMG
and clients.
Below is a description of the basics for this service.

For more information please get in touch with your contact at KPMG.

Communication
— The service is hosted in KPMG:s data center in Sweden.

— The internet address used by the service is ksft.kpmg.se (195.84.56.8).

— Unencrypted access (http over tcp 80) is only available to simplify first time access and
will redirect to encrypted use.

— All other communication between the web browser and the service is SSL encrypted
(https over tcp 443).
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Account management

— Client accounts can only be created after receiving an invitation by email from KPMG.
— The account is created in the web interface.

— The clients user name is the email address.

— Passwords must be at least 8 characters long and contain numbers, upper-case and
lower-case letters.

— Client accounts automatically expire after 60 days of inactivity.

File management
— File availability and download information is received through email notifications.
— Stored files will be automatically deleted after 14 days.

Product
— KPMG Secure File Transfer uses EFT SMB, a product from Globalscape.

— More information at www.qglobalscape.com.
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