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As Critical Information Infrastructure (CII) owners embark on 
their cybersecurity journey, adhering to a multitude of regulatory 
requirements can prove to be a tall order. With the frequency, volume 
and severity of cyber attacks increasing, organisations will need to 
ensure that their systems are cybersecure to stay resilient.

Due to the need to monitor compliance of multiple assets against the Cybersecurity Code 
of Practice (CCoP), KPMG’s CII Monitoring Tool (CMT) provides a centralised platform 
solution to help organisations track governance, risk and compliance for CII assets.

CII owners can benefit from deploying such a centralised platform solution because it is 
typically difficult to track the various obligations under the CCoP such as assessment 
timelines, remediation actions, responsible parties and etc., especially when a client has 
numerous CIIs under their purview. With CMT, timeline tracking and reminders can be 
automated, along with providing a dashboard status overview for management.

Illustrative Samples

Track your Critical Information 
Infrastructure Obligations with 
the CII Monitoring Tool (CMT)
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Illustrative Samples (Cont’d)
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Join us as a pilot participant for our CMT programme.

● Pilot participants will co-fund the development of a Beta version and might receive 
incentives for it. The pilot can be conducted together with participants based on their 
requirements and preferences with regards to what information is useful for them. 
This includes options like interface design and workflow processes.

● A typical timeline for a pilot trial is 3 months.

● Subsequent clients who come onboard after the pilot trial will be charged on 
a subscription basis. 
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