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Are you enguifed by these problems?

Limited Resources for round the Lack of visibility of risks across
clock monitoring all IT assets

Lack of budget for full in-house

; . In-sufficient in-house expertise
cyber risk solutions




KPMG cyber risk and managed services -

Introduction

“Unlike project
based-consulting
for a limited period

of time, KPMG
cyber risk and
compliance

managed services
invites clients to
outsource their
processes or sub-
processes to us on
an ongoing
basis”.

Whatitis

A forethought in
transformation initiatives

Strategy-led, technology enabled

Focused on strategic outcomes

For knowledge-intensive, mission critical
processes — both core and non-core

Scale and standardization

Globally consistent

Enables a continuous
transformation journey

Whatitisn't

An afterthought in transformation
initiatives

A tactical add-on, focused only on
technology

Focused only on cost and efficiency
The lowest cost solution

For back-office and/or peripheral
processes only

“Plug and play”
Limited tech platforms
One-size-fits-all

Non-standardized around the world

“One and done”



Our cyher risk and compliance managed
services offerings

Risk & compliance Process Management

Data governance services

CyberRisk &
GCompliance Process

CISO as-a-service

managed Management
services

Remediation services
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Our cyber risk and compliance managed
services offerings (contd.)

Risk, Compliance, Audit Platform

IAM Platform Management

Gvber Risk &
Compliance Application

managed Management
services




Our managed services model

As your transformation partner, we guide you in

your ongoing journey to drive sustained advantage

Our managed services are:

=2

Outcome based Subscription based

Capacity
augmentation

Our services comein two delivery formats; Hybrid, and As-a-Service:

Hybrid: As-a-service:
— Client owns some of the IP — KPMG owns all of the IP

— Outcome based and specialized service — Outcome based and specialized service
— Priced per year, multi-year subscription — Priced per year, multi-year subscription

¥

Any shore delivery



Use managed services to drive key
enterprise outcomes

@ 86% Cost savings

F|Ve hlgneSt- 86% Driving innovation

ranked reasons
D 83% Accelerated service delivery

forusing
managed

serVIces 81% Access to talent

81% Support digital transformation



lllustrative GIS0 dashboard
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lllustrative CI0 dashboard

Security Incident Response

How many open security issues do we have?

Security Patching

How well are we addressing security vulnerabilities?

Compliance

Are our configurations compliant with security policies?
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KPMG

Contactus

Lee, Ser Yen Hemant Singhal Mayuresh Dhavale
Partner Director Director

Cyber, Advisory Cyber, Advisory Cyber, Advisory

KPMG in Singapore KPMG in Singapore KPMG in Singapore

T: +65 9106 1556 T- +65 8468 1633 T: +65 9756 1135

E: seryenlee@kpmg.com.sg E: hsinghal@kpmg.com.sg E: mdhavale@kpmg.com.sg

kpmg.com.sq
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The information contained herein is of a general nature and is not intended to address the circumstances of any particular individual
or entity. Although we endeavor to provide accurate and timely information, there can be no guarantee that such information is
accurate as of the date it is received or that it will continue to be accurate in the future. No one should act on such information
without appropriate professional advice after a thorough examination of the particular situation.

The KPMG name and logo are trademarks used under license by the independent member firms of the KPMG global organization.
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http://www.kpmg.com.sg/
https://www.linkedin.com/company/kpmg-singapore
https://www.facebook.com/kpmgsg
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