


15027001 Uyum Hizmet

ISO27001 Bilgi GUvenligi Yonetim
Sistemi (BGYS) kuruluslarin gelisen
teknolojiyle beraber her gecen

gln daha fazla is ytkledigi ve

ihtiyac duydugu bilgi sistemlerinin
glvenligini saglamaya yonelik
olusturulmus bir modeldir. BGYS
sayesinde kuruluslarin bilgi sistemleri
altyapisinda belirledikleri varliklara
yonelik olasi tehlikeleri analiz ederek,
bu risklerin olusmasi durumunda
hangi kontrolleri uygulayacaklarina ve
hangi kontrolleri uygulamayacaklarina
karar verirler. ISO27001 standardinin
amaci bilginin gizliligini, erisilebilirligini
ve bUtlnliguni korumaktir.
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1SO27001 Standardi’'na uyum;

P Bilgi varliklarinin gizliliginin korunmas,

P Bilgi kaynaklarina erisimin denetlenmesi,

» Bilgi varliklarinin bitdnligintn ve dogrulugunun saglanmas;,

P Yonetilen sistemlerde, 6nemli bilgilerin uygun bir sekilde kullanildiginin
garanti altina alinmasi amaciyla gercekgi bir kontrol sistemi kurulmas;,

W Onemli bilgilerin uygun bir sekilde UglncU taraflara ve denetgilere acik
olmasi,

P Is sirekliliginin saglanmasi,

P Misteri bilgilerinin glivenligine gdsterdiginiz zeni, musterilerinize gbstererek
bir rekabet avantajl saglanmasi,

pp Diizenli degerlendirme yontemi ile Ust yonetimin bilgilerinin glvenligine olan
taahhddun kanitlanmasi

konularinda kurulusunuza yardimci olur.

KPMGNIN Hizmet Yakiasimi

Kapsam belirleme: Organizasyonun hangi bolimlerinin
ISO27001 calismasi kapsaminda ele alinacaginin belirlenmesi
konusunda destek saglanmasi.

Aciklik analizi: Yukarida tanimlanmis olan organizasyon
bolimlerinin ISO27001 standartlarindan sapmalarina iliskin
analiz yapilmasi konusunda destek saglanmasi.

BGYS tasarimi: ISO27001 Bilgi GUvenligi Yonetim Sistemi
(BGYS) bilesenlerinin Planlama, Tasarim ve Uygulama
kisimlarinda destek saglanmasi.

Varlk envanteri ve risk analizi: Varlik envanterinin
ISO27001"e gore olusturulmasina ve risk degerlendirmelerinin ;
yapiimasina destek saglanmasi

Kontrollerin uygulanmasi ve izlenmesi: Risk
degerlendirmeleri sonucu belirlenen kontrollerin uygulanmasi
ve secilen kontroller icin devamli gelistirme ve izleme
calismalarinin tesis edilmesi
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