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Ölçülebilen ve takip edilebilen erişim ve kimliklendirme 
süreçlerinin tesis edilmesi

Etkin süreç yönetimi ile sorumluluk atanması, zaman ve 
maliyetlerin azaltılması

Yetki karmaşasının giderilmesi ve rol tanımlarının oluşturulması 
ile kaynakların verimli ve zamanlı şekilde kullanılması

Şirketinizin kimliklendirme ve erişim yönetiminin kontrol altına alınması ile 
kritik varlıklarınız koruma altına alınır, denetlenebilirlik ve sorumluluk ataması 
sağlanır.

KPMG, hesap ve kimlik yönetimi kapsamında ilgili süreçlerin geliştirilmesi ve 
olgunluğunun artırılması konularında şirketinize yardımcı olur.

Kimliklendirme  ve  Erişim Yönetimi  Değerlendirmesi

Neden Kimliklendirme ve Erişim Yönetimi ?

Şirketin mevcut sistemlerinin, 
altyapısının ve süreçlerinin 
anlaşılması. Yetkilendirmeye 
konu olan sistemlerin ve 
kullanıcı ortamının belirlenmesi

Mevcut süreçler, prosedürler 
ve sorumluluklardan yola 
çıkılarak eksiklerin tespit 
edilmesi ve hedeflenen sürecin 
ortaya konulması

Şirket sistemlerine erişim 
kapsamında, kullanıcı hesap 
ve kimlik yönetimi süreçlerinin 
mevcut durumunun analiz 
edilmesi

Hedeflenen sürecin 
uygulanabilmesi için 
eksikliklerin önceliklendirilerek 
yol haritasının oluşturulması



Kimliklendirme ve Erişim 
Yönetimi  Hizmeti  Kapsamı
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Varlık Envanteri Oluşturulması
Veri ve bilgi içeren varlıklar belirlenerek 
hangi varlıkların koruma altına alınması 
gerektiği belirlenir.

Risk Değerlendirmesi
Varlık envanteri incelenerek veri
ve bilgi üzerinde gerekli risk 
değerlendirmeleri gerçekleştirilir.

BT Mimarisinin İncelenmesi
Bilgi mimarisi incelenerek uygulama ve  
veritabanlarının hangi sistemler üzerinde 
çalıştığı, mimari kritikliği belirlenir.

 Uygulamaya Alma
BT çalışanları ve varlıklara göre büyüklük ve 
karmaşıklık belirlenir. Buna uygun olarak ne 
tip çözümün devreye alınacağı belirlenir.
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